
How to use Dell Image Assist (DIA) to capture Dynamic Image 

In order to perform this exercise you will need the following: 

1. Windows 10 machine with virtualization feature enabled in the BIOS 

2. Enable Hyper-V from Windows Features 

3. Create virtual machine using Windows 10 ISO 

4. Download Dell DIA file – Register first at Dell.com - Copy the file to virtual machine 

5. Run Image Assist file to complete capture & restore process (as detailed below) 

ENABLE VIRTUALIZATION TECHNOLOGY IN BIOS: 

https://download.lenovo.com/bsco/index.html#/ 

 

ENABLE HYPER-V FEATURE: 

 

https://download.lenovo.com/bsco/index.html#/


CREATE VIRTUAL MACHINE: 

 

Power on virtual machine to install the OS.  Wait for the install to complete and then you will see below 

 



 

Click Yes – Setup Keyboard – and other steps.  After that you will be logged into the system. 

Below is Windows 10 Entp operating system.  It does not have HOOPP business line of applciation.  All 

LOB and MSI apps are installed during AutoPilot process (namely BigIP, Cylance, Office 365, ZScaler) 

     



 

 

 



INSTALL DELL ASSIST: 

 

 

 

 



 

In order to get image work for autopilot we have to create unattended file.  Follow these steps. 

 

 

 



 
 
Registered Owner – Type DELLTEST 
Organization – Health Care of Ontario Pension Plan 
Microsoft Licensing Model – Volume 
Volume Licensing Type – MAK - NPPR9-FWDCX-D2C8J-H872K-2YT43 
Language Settings – English United States 
Time Zone – Eastern 
Workgroup or Domain – Workgroup 
Computer Name – Auto Generate 
Administrator Password – Blank 
Ignore - User, Local, UAC & Additional Commands 

 
 
Once xml file is created it is saved at C:\Windows\Panther folder.  We need to modify xml file and it 
should reflect the following.   
 
<?xml version="1.0" encoding="utf-8"?> 
<unattend xmlns="urn:schemas-microsoft-com:unattend"> 
  <settings pass="specialize"> 
    <component name="Microsoft-Windows-Shell-Setup" processorArchitecture="amd64" 
publicKeyToken="31bf3856ad364e35" language="neutral" versionScope="nonSxS" 
xmlns:wcm="http://schemas.microsoft.com/WMIConfig/2002/State" 
xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"> 
      <ComputerName>*</ComputerName> 
      <ProductKey>NPPR9-FWDCX-D2C8J-H872K-2YT43</ProductKey> 
      <RegisteredOrganization>Health Care of Ontario Pension Plan</RegisteredOrganization> 
      <TimeZone>Eastern Standard Time</TimeZone> 
    </component> 
    <component name="Microsoft-Windows-UnattendedJoin" processorArchitecture="amd64" 
publicKeyToken="31bf3856ad364e35" language="neutral" versionScope="nonSxS" 



xmlns:wcm="http://schemas.microsoft.com/WMIConfig/2002/State" 
xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"> 
      <Identification> 
        <JoinWorkgroup>WORKGROUP</JoinWorkgroup> 
      </Identification> 
    </component> 
    <component name="Microsoft-Windows-Deployment" processorArchitecture="amd64" 
publicKeyToken="31bf3856ad364e35" language="neutral" versionScope="nonSxS" 
xmlns:wcm="http://schemas.microsoft.com/WMIConfig/2002/State" 
xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"> 
      <RunSynchronous> 
        <RunSynchronousCommand wcm:action="add"> 
          <Description>DEFAULT_UAC_EnableLUA</Description> 
          <Path>cmd /c reg ADD HKLM\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System /v 
EnableLUA /t REG_DWORD /d 1 /f</Path> 
          <Order>1</Order> 
        </RunSynchronousCommand> 
        <RunSynchronousCommand wcm:action="add"> 
          <Description>DEFAULT_UAC_ConsentPromptBehaviorAdmin</Description> 
          <Path>cmd /c reg ADD HKLM\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System /v 
ConsentPromptBehaviorAdmin /t REG_DWORD /d 5 /f</Path> 
          <Order>2</Order> 
        </RunSynchronousCommand> 
        <RunSynchronousCommand wcm:action="add"> 
          <Description>DEFAULT_UAC_PromptOnSecureDesktop</Description> 
          <Path>cmd /c reg ADD HKLM\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System /v 
PromptOnSecureDesktop /t REG_DWORD /d 1 /f</Path> 
          <Order>3</Order> 
        </RunSynchronousCommand> 
      </RunSynchronous> 
    </component> 
  </settings> 
  <settings pass="generalize"> 
    <component name="Microsoft-Windows-PnpSysprep" processorArchitecture="amd64" 
publicKeyToken="31bf3856ad364e35" language="neutral" versionScope="nonSxS" 
xmlns:wcm="http://schemas.microsoft.com/WMIConfig/2002/State" 
xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"> 
      <DoNotCleanUpNonPresentDevices>false</DoNotCleanUpNonPresentDevices> 
      <PersistAllDeviceInstalls>false</PersistAllDeviceInstalls> 
    </component> 
  </settings> 
</unattend> 
 
Make sure to save unattend xml file to shared folder or network share.  After that delete xml file from 

C:\Windows\Panther folder before we proceed to next step. 

 



 

Here we will use the unattend xml file we created and saved before. 

 



Save ISO to shared folder or network share.  We will use this ISO to restore the image later. 

 

 

 



 

On reboot you will see black screen to start image capture process.  You can wait or click Capture Now 

 

You can browse where to save WIM file.  Save WIM file to shared folder or network share. 

 

 

Now we have a working WIM file which should be tested and then shared/upload to Dell for factory 

imaging on new Dell hardware. 



How to restore captured Dell Image using WIM file 

1. Create a virtual Machine 

2. Boot VM with Dell_Restore_ISO file 

3. If you want to use it on a Physical Machine – make a bootable USB using RUFS.  When you 

create bootable USB select Partition scheme – GPT – Don’t use MBR USB will not boot. 

 

Make sure Secure Boot is unchecked & Enhanced Session Mode is turned off  

 

 



 

Select WIM file we captured before and leave Driver Path blank since we use virtual machine to capture 

the image.  Dell will use right driver package when they deploy the image. 

 



 

On reboot we should see OOBE screen like below.    

 

Plug in Hardware Hash USB stick to capture hardware hash. Press Shift + F10 to open Command Prompt. 

Change Drive letter to D – Delete Comphash.csv file and run GetAutoPilot.cmd. Upload the hash at 

Endpoint – Wait for few minutes to start autopilot process. 

 

I was able to test image on physical machine (Dell 7440).  Autopilot was successful.  All LOB and MSI 

apps installed, and the device is ready for deployment. 



 



USE LINK FOR REFERENCE: 

https://www.dell.com/en-us/dt/services/deployment-services/ready-image.htm#scroll=off 

https://www.dell.com/community/Image-Assist/Preparing-an-image-for-Autopilot/td-p/7338394 

https://www.youtube.com/playlist?list=PLe5xhhyFjDPd2w2BaVZnWwKhM6ohfzgYB 

 

https://www.dell.com/en-us/dt/services/deployment-services/ready-image.htm#scroll=off
https://www.dell.com/community/Image-Assist/Preparing-an-image-for-Autopilot/td-p/7338394
https://www.youtube.com/playlist?list=PLe5xhhyFjDPd2w2BaVZnWwKhM6ohfzgYB

