
How to setup PatchMyPC for Current Branch (Configuration Manager) 

In this post, I am going to setup PatchMyPC on CB2211 running Windows Server 2022.   

 

 

Hardware / Software requirements – They are pretty simple.  Here it is… 

 

 



You can download PatchMyPC MSI from here https://patchmypc.com/msi 

 

Installation – Start the install by running the MSI 

 

 

https://patchmypc.com/msi


 

 

 



 

Licensing - When you launch PatchMyPC you will be asked to complete licensing information.  I am using 

Trial version which is valid for 30 days. 

 

 



Content Repository – Since we are running Windows Server 2022 we can ignore below error.  Content 

Repository is already configured for us based on the install. 

 

 

Certificate – Self Signed - When working with a Configuration Manager or WSUS implementation, 

proper certificate configuration is crucial. One way Microsoft helps ensure an update is considered 

secure and from a trusted source is through the utilization of a code signing certificate. This requirement 

means all custom updates must be code signed before injection into WSUS. We provide three different 

ways to configure the certificate.  

In most organizations, allowing Configuration Manager to manage the certificate is acceptable and the 

easiest option. 



Open SCCM Console – Administration – Sites – Right Click Site – Configure Site Components – Software 

Update Point 

 

Browse to Software Library – All Software Updates – Sync Software Updates 

   



You can check the logs from here 

 

You can check certificate info from here 

 

 

Updates - To enable products to publish, check the Enable publishing of third-party updates checkbox. 

 

Then click Options and complete the following 



 

Now for test run enable few applications.  

   

   



Enable SUP - Next, you will need to enable the product in Configuration Manager to ensure the updates 

appear and become deployable via Configuration Manager. 

Sites – Primary Site – Right Click – Configure Site Components – Software Update Point - Products 

 

Configuring Apps – First enable this option 

 

Then click Options.  I have gone with the following settings.  Default settings will work fine for most 

setups. 



 

Now we will create few applications for testing. 

      

   

 



Sync Schedule - By default, we recommend the Publisher sync runs on a daily basis. The sync schedule 

only controls when updates or applications are published to your environment. Patch My PC does not 

automatically create deployments in Configuration Manager for you. 

 

Alerts – Email –  

 

 



Advanced – Local Content Repository – Certain products require the content to be downloaded ahead 

of time into a known folder. This typically is related to specific vendors who's content can only be 

downloaded after logging in or paying for the software.   

 

Backup and Restore Settings - All settings within the publisher are backed up the publisher is closed 

using the "OK" button, or the "Apply" button. These settings are stored in the backup directory where 

the Publisher is installed. You can get an immediate backup of the publisher at any time using the 

options in the Advanced tab. 

 

About – Below is the current version installed. 

 

Once you have all the configuration done it is time to perform one final sync for All Software Updates 

and then deploy test application to a device to see how it works out. 



I have 7-Zip v22 deployed to All Systems collection.  It is showing up in Software Center 

 

 

 

 



 

This is how Applications folder will look when you have done all the configuration. 

 

If you add more applications it will show up during next sync cycle. 

With this we have completed the setup of PatchMYPC for Current Branch 2211 (Configuration Manager). 

Thanks 

Ram 
2nd Apr 2023 
 

Note:  None of the applications will be deployed to devices.  You control how to deploy and to which 

collections within Configuration Manager.   

 

 


