How to install VMWare Site Recovery Manager Appliance v8.5 — 18710731

In this post, | am going to install vSRM within the lab running vSphere, vCenter, vROPS, VvREP and few
other VM’s.

| am going to mount the ISO first and then import OVF template within vCenter.
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B =r-va OVF10.cert 30-Sep-2021 1... CERT File
srm-va OWE10.mf 30-Sep-2021 1... ME File
srm-va OVE10.ovf 30-Sep-2021 1... OVE File
srm-va-support.vmdlk 30-Sep-2021 1... ¥MDEK File
srm-va-system.vmdlk 30-Sep-2021 1... NMDEK File
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Deploy OVF Template Select an OVF template >

Select an OVF template from remote URL or local file system
1 Select an OVF template Enter a URL to download and install the OVF package from the Internet, or browse to a location accessible from your computer,
such as a local hard drive, a network share, or a CD/DVD drive.
URL

® Local file

UPLOAD FILES 5 files

CANCEL

Deploy OVF Template Select a name and folder
Specify a unigue name and target location

1 Select an OVF template Virtual machine name: v5RM|

2 Select a name and folder ) ) )
Select a location for the virtual machine
~ @ vCramlan.ca

> [#] TOR

CANCEL BACK

Deploy OVF Template Select a compute resource

Select the destination compute resource for this operation

1 Select an OVF template v [H TOR
v [[J] NORTH AMERICA
2 Select a name and folder [ esxi.ramlanca
] esx2.ramlan.ca

3 Select a compute resource

Compatibility

Compatibility checks succeeded

CANCEL BACK




Deploy OVF Template Review details
Verify the template details.

Select an OVF template
Publisher VM nc_ (Trusted certificate)
Select a name and folder
Product VMware Site Recovery Manager Appliance
Select a compute resource Version 8505838
B ) Vendor VMware, Inc
Review details

Description

VMware Site Recovery Manager Appliance
Download size 10 GB

Size on disk 1.7 GB (thin provisioned)
33.0 GB (thick provisioned)

CANCEL

Deploy OVF Template License agreements

The end-user license agreement must be accepted

Select an OVF template Read and accept the terms for the license agreement.

Select a name and folder

VMWARE END USER LICENSE AGREEMENT

Select a compute resource (Lam! (Fakie s 3 iy 2ehl
THE TERMS OF THIS END USER LICENSE AGREEMENT (“EULA™) GOVERN YOUR USE OF THE SOFTWARE, REGARDLESS

g = OF ANY TERMS THAT MAY APPEAR DURING THE INSTALLATION OF THE SOFTWARE

Review details

BY DOWNLOADING, DEPLOYING, OR USING THE SOFTWARE, YOU AGREE TO BE BOUND BY THE TERMS OF THIS EULA.
- IF YOU DO NOT AGREE TO THE TERMS OF THIS EULA, YOU MUST NOT DOWNLOAD, DEPLOY, OR USE THE

License agreements
SOFTWARE, AND YOU MUST DELETE OR RETURN THE UNUSED SOFTWARE TO US OR THE VMWARE CHANNEL
PARTNER FROM WHICH YOU ACQUIRED IT WITHIN THIRTY (30) DAYS OF ITS ACQUISITION AND REQUEST A REFUND
OF THE LICENSE FEE, IF ANY, THAT YOU PAID FOR THE SOFTWARE
EVALUATION LICENSE. If you license the Software for evaluation purposes (an “Evaluation License”), your use of the
Software is only permitted for a period of thirty (30) days (unless we specify otherwise), and you may not use the

Software with production data. Notwithstanding any other provision in this EULA, an Evaluation License of the Software is

I accept all license agreements.

Deploy OVF Template Configuration
Select a deployment configuration

Select an OVF template 2 vCPU Description

Deploy the ¥M configured with 4

Select a name and folder vCPU and 12 GB of RAM

Select a compute resource
Review details
License agreements

Configuration

CANCEL




Deploy OVF Template Select storage
Select the storage for the configuration and disk files

1 Select an OVF template Encrypt this virtual machine (D
Select virtual disk format Thin Provision ~

Select a name and folder VM Storage Policy Datastore Default
Disable Storage DRS for this virtual machine

Select a compute resource

T  Storage

Name ‘Compatibility

Capacity Provisioned Y  Free Cluster
Review details
[E) DatastoreCluster - 999.75 GB 26.47 GB 973.28 GB
; = esx2ps 164 TB 122 TB 147 TB
License agreements
Configuration

i | 2 items
Select storage ~

Compatibility

Compatibility checks succeeded

CANCEL

Deploy OVF Template Select networks
Select a destination network for each source network
Select an OVF template

Source Network Destination Network

Select a name and folder
Network 1 VM Network

Select a compute resource

Review details

IP Allocation Settings
License agreements
IP allocation: Static - Manual

Configuration IP protocol: IS

Select storage

Select networks

CANCEL

Customize template

Customize the deployment properties of this software solution.
@ All properties have valid values
~ Application 8 settings

Enable SSHD Determines whether the SSHD service will be enabled and started by
default in the appliance.

Initial root password This will be used as an initial password for the root user account.

Password o>

Confirm Password

Initial admin user password This will be used as an initial password for the admin user account.

Password <

P S




Customize template

NTP Servers

Hostname

Initial database password

File Integrity Flag

HCX Flag

A comma-separated list of hostnames or IP addresses of NTP Servers.
pool.ntp.org

The hostname for this VM. Leave blank to try to reverse lookup the IP

address.

VSRM

This will be used as initial database password.

Password ssssssaes

Confirm Password sasssesns

This will be used as flag whether to enable file integrity.

This will be used as a flag whether to use HCX as a replication

provider. Not compatible with vSphere Replication.

CANCEL BACK

Customize template

v Networking Properties

Host Network IP Address Family

Host Network Mode

Default Gateway

Domain Name

Domain Search Path

8 settings
Network IP address family (i.e., 'ipv4' or "ipvé").
ipvd v
Network mode (i.e., 'static’, 'dhcp’, or 'autoconf' (IPv6 only).

static ~

The default gateway address for this VM. (from the IP Pool associated

with the vSphere network mapped to the 'Network 1' network)
192.168.0.1

The domain name of this VM. (from the IP Pool associated with the

vSphere network mapped to the 'Network 1' network)

RAMLAN_CA

The domain search path (comma or space separated domain names)
for this VM. (from the IP Pool associated with the vSphere network

mapped to the '"Network 1' network)

CANCEL BACK




Domain Name Servers The domain name server IP Addresses for this VM (comma
separated). (from the IP Pool associated with the vSphere network

mapped to the 'Network 1' network)
192.168.0.2,192.168.0.22
Network 1IP Address The IP address for this interface.
192.168.0.82
Network 1 Netprefix The prefix for this interface.

24

CANCEL BACK

Deploy OVF Template Ready to complete

Select an OVF template v Select networks
Network mapping 1
Select a name and folder Network 1 T S

IP allocation settings

Select a compute resource
IP protocol IPV4

) . IP allocation Static - Manual
Review details

v Customize template
ez GRS Properties Enable SSHD = True
NTP Servers = pool.ntp.org
Hostname = vSRM
Configuration File Integrity Flag = False
HCX Flag = False
Host Network IP Address Family = ipv4
Select storage Host Network Mode = static
Default Gateway = 192.168.0.1
Domain Name = RAMLAN.CA
Domain Search Path =
S MR Domain Name Servers = 192.168.0.2,192.168.0.22
Network 1IP Address = 192.168.0.82

5 Network 1 Netprefix = 24
Customize template

Ready to complete CANCEL FINISH
Recent Tasks Alarms

b Target T Details T Initiator

Task Name
Import OVF package [ esxzramlanca vsphere local\Administrator

Deploy OVF template [ NORTH AMERICA ? Queued VSPHERE LOCAL\vpxd-extensi...

Recent Tasks Alarms

Task Name T Target Status T Details T Initiator T ?:reued

Deploy OVF template [ NORTH AMERICA @ completed VSPHERE LOCAL\vpxd-extensi... 14 ms

Import OVF package [ esx2ramianca © completed vsphere_local\Administrator 87 ms

Power

Power On ctrl + alt + B
Guest OS




Starting Rebuild Journal Catalog. ..

Starting Create Uolatile Files and Directories...
Started Restore srun-sinitramfs on shutdown.
Started Create Uolatile Files and Directories.
Starting Network Serwvice...

Starting Update UTMP about System Boot-Shutdowun...
Started Rebuild Jourmal Catalog.

Starting Update is Completed. ..

Started Update UTHF about System Boot-Shutdown.
Started Update is Completed.

Started Commit a transient machine—-id on disk.
Reached target System Initialization.

Started Monitor for DR firstboot mark file.
Reached target Paths.

Started Daily Cleanup of Temporary Directories.
Reached target Timers.

Listening on D—-Bus System Message Bus Socket.
Starting Docker Socket for the API.

Listening on Docker Socket for the API.

Reached target Sockets.

Reached target Basic System.

Starting Generate sshd host keys...

Started irgbalance daemon.

Starting System Logging Serwvice...

Starting Login Serwvice...

Starting D—-Bus System Message Bus...

Started Data caching daemon for rrdtool.
Started VUGAuth Service for open—um—tools.
Starting VUMware DR virtual appliance One Shot System Configuration...
Started Network Serwvice.

Starting Network Name Resolution...

Started Network Name Resolution.

Reached target Host and Network Name Lookups.
Started System Logging Serwvice.

Started D-Bus System Message Bus.

Started Login Serwvice.

w3BM login: root
FPassword :
root@EoSEHM [ 7 1#

| did change the Time Zone to EST

ecouery Manager App

To manage this UM browse to htips:--192.168.0.82:5480

Login Use Arrou Keys to navigate
Set Timezone (Current:ED and <ENTER> to select your choice.




Welcome to

VMware SRM Appliance
Management

vmw SRM Appliance Management C ié,} ﬁ\

RESTART DOWNLOAD SUPPORT BUNDLE

CONFIGURE APPLIANCE

vmw SRM Appliance Management

T Partition ¥  Description

Monitor Disks swap The s tition is used wher sical memory (RAM) is fu

Syslog Forwarding

Storage Replication A




Summary Password

SRM appliance password CHANGE
Embedded database password

CHANGE

SSH DISABLE
SSH login

Summary Appliance Certificate GENERATE CSR CHANGE
Monitor Jssued to

Issued by
Expires on

SHA256 fingerprint

CA Certificates

Update Intermediate

Syslog Forwarding ADD

Storage Replication A
Issued to

Issued by Valid from

Select which certificates Intermediate/Root you want to see.

Summary Network Settings
Hostname
DNS Servers
eth0
tatus
MAC Address
IPv4 Address

IPv4 Default Gateway

mary Time zone

Monitor Disks Time zone

Cert Time synchronization
Mode

Networking el

Time L
Current appliance time

Upx

Syslog Fol

Storage Replication A..




RESTART START
Name

srm-server

Summary Current appliance version
Monitor Disks Version
Build

Available updates

Networking

You can use an online

Time

arding Version

cation A

Summary
Monitor Disks
NEW
Remote Syslog Host

orking

vices

Update

Startup Type

Manual

v

Release Date R

State

Stopped

Reboot Required

T

Started

v  Severity

must exist be

Connection Status

Product

Version

CONFIGURE APPLIANCE

RESTART

C & A

DOWNLOAD SUPPORT BUNDLE




Configure Site Recovery Platform Services Controller
Manager

All fields are required unless marked (optional)

1 Platform Services Controller Enter the Platform Services Controller details for the vCenter Server for which you want to configure Site Recovery

Manager.

PSC host name VCRAMLAN.CA

PSC port 443

User name vsphere.local

Password

Note: If prompted, you must accept the certificate for the configuration to proceed.

CANCEL

Configure Site Recovery vCenter Server
Manager

Select the vCenter Server for which you want to configure Site Recovery Manager
1 Platform Services Controller
vCenter Server

2 wvCenter Server
[ VC.ramlan.ca

CANCEL BACK

Configure Site Recovery Name and extension
Manager

Enter name and extension for Site Recovery Manager

1 Platform Services Controller Site name TORSRM
A unique display name for this Site Re
it
2 vCenter Server
Administrator emall ram@ramlan.ca
3 Name and extension An email addre

for system notifications.

Local host VSRM v

he address on the local host sed by Site Recovery Manager

Extension ID Default extension ID (com.vmware.vcDr)

Custom extension ID
he default extension ID is recommended for most configurations. For sh

which multiple site nnect to a shared recovery site, 1
pair.

hared recovery site installations, ir
e a unique custom extension ID for each SRM

com.vmware.vcDr-

CANCEL BACK




Configure Site Recovery Ready to complete
Manager

Review your settings before finishing the wizard

Platform Services Controller
Platform Services Controller VC.RAMLAN.CA

vCenter Server
vCenter Server vC.ramlan.ca

Name and extension Site name TORSRM

Extension ID com.vmware.vcDr
Ready to complete

Administrator email ram@ramlan.ca

Local host VSRM

CANCEL ‘ FINISH ‘

Configuring Site Recovery Manager. Please wait...

Configuring Site Recovery Manager embedded database

&) SUCCEss
Appliance configured

vmw SRM Appliance Management

S ETY RESTART DOWNLOAD SUPPORT BUNDLE

Monitor Disks Hostname

Access
Product VM Sit \ Manager Ag

Version
Build

RECONFIGURE

Update Site name

. Extension key
Syslog Forwarding

< - - - Platform Services Controller
Storage Replication A

vCenter Serve.

Connection thumbprint

Summary RESTART

Monitor Disks Startup Type

Access srm-server Automatic Started

Certificates srm-vpostgres Automatic Started

Networking dr-client Automatic Started

Time telegraf Manual Stopped

Services dr-iperfa Manual Stopped

Update Etdite Manual Stopped

syslog Forwarding

Storage Replication A.




Now we have completed all the configuration for SRM. If you want to launch Site Recovery Manager
GUI —type the ip address https:[{192.- You will see the following from where you can launch
Site Recovery Manager. | cannot proceed because, | don’t have 2 vCenters, 2 SRM & 2 Replication
Appliance within home lab. Just have 1 of each in the lab.

esxlramlan.ca
esx2 ramlan.ca
WC RAMLAN CA
WCRON

WCRDS

WCS0O1

vREP

VvROPS

vSRM

Getting Started

LAUNCH SITE RECOVERY -

LAUNCH SRM APPLIANCE MANAGEMENT

Documentation

VMware SRM Documentation



https://192.168.0.82/

You can also open Site Recovery from vCenter.

Poli

Auto D

Hyori

De

vSphere Replication CONFIGURE[T]

Version

Currentl

Site Recovery Manager CONFIGURE[]

OPEN Site Recovery [7

Thanks

Ram
22nd Apr 2022



NOTE: In order to use Replication Appliance, you will need VMWare Site Recovery Manager Appliance
+ you have to create TWO sites (Production and Disaster Recovery) so the replication of VM’s can be
done at DR site. For home lab you will need the following:

2 vCenters (Production and DR)
2 Replication Appliance (Production and DR)
2 Site Recovery Manager Appliance (Production and DR)

Production Site DRAAS Site
Site Recovery Manager 8.4 Site Recovery Manager 8.4
vCenter Server vCenter Server

VMware Replication
vSphere Replication *-——p vSphere Replication

For home lab you can go with this configuration for the VM'’s

VM Version Memory GB
vCenter 7.0 U1 10
SRM Manager 8.4 8

vSphere Replication 8.4

With vSphere Replication, you can configure the replication of a virtual machine from a source
site to a target site, monitor and manage the status of the replication, and recover the virtual
machine at the target site.

In a typical vSphere Replication installation, the local site provides business-critical data center
services. The remote site is an alternative facility to which you can migrate these services.

The local site can be any site where vCenter Server supports a critical business need. The
remote site can be in another location, or in the same facility to establish a redundancy. The
remote site is typically located in a facility where environmental, infrastructure, or other
disturbances are unlikely to occur and affect the local site.

vSphere Replication has the following requirements for the vSphere® environments at each
site:

Ensure that each site has at least one data center.

Ensure that the remote site has hardware, network, and storage resources that can
support the same virtual machines and workloads as the local site.

Ensure that the sites are connected by a reliable IP network.

Ensure that the remote site accesses networks (public and private) comparable to the
ones on the local site. It is not necessary for them to be in the same range of network
addresses.




