
Implementing DLP within Office 365 

In this post, I will cover the configuration part of DLP (Data Loss Prevention) within Office 365.  Login to 

Office 365 portal.  Click this  

 
Click Admin 

 

Under Admin Center – Click Compliance 

 

Click Show All 

 



Click Data loss prevention 

 

 

 

 



 

 

 

 



 

 

 



 

 

Now it is time to test our DLP policy.  First up we need to create some sensitive data. Since I have 

applied Canadian PIPA policy I need to generate some information about health card or passport details 

to trigger the DLP policy.  Please note licensing requirements for DLP/MS 365. 

 

You can visit below link for more information about DLP configuration, deployment and auditing. 

https://docs.microsoft.com/en-us/microsoft-365/compliance/data-loss-prevention-policies?view=o365-

worldwide 

 

 

https://docs.microsoft.com/en-us/microsoft-365/compliance/data-loss-prevention-policies?view=o365-worldwide
https://docs.microsoft.com/en-us/microsoft-365/compliance/data-loss-prevention-policies?view=o365-worldwide


Since, I have MS 365 Business Standard License, I cannot trigger DLP policy to go into effect.   

 

You get the idea on how to configure and deploy DLP.   I am providing few screenshots from MS Site.  

When you create email with sensitive data this is what you will see. 
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