
Windows Virtual Desktop WVD in Azure – Part 2 
In this post, we will cover installing ADDS role on the virtual machine created in Azure.  The virtual 

machine is DCAZURE.  Before we proceed to Azure Portal, we will complete health check on our On 

Premises Domain Controller. 

1. Check Event Viewer and analyze Active Directory and DNS Logs for any ERRORS. 

 

COMMANDS: 

dcdiag /s:DC.RAMLAN.CA 
dcdiag /s:DC.RAMLAN.CA /test:dns 

Open Command Prompt as Administrator and run above. 

 
 

 

 



2. Active Directory Sites and Services – We need to create New Site and New Subnet for Azure DC 

as detailed below.  Open ADSS 

 

Name it as Azure and link to Default-First-Site-Name.  Your Site should look like this… 

 

Click Subnets – New Subnet 

 

Give the IP Range and Select Azure.  Your Subnets should look like this… 

 

This is the subnet in Azure fyi.. 



3. DNS Servers – I have already configured this.  Here is the screen shot 

 
4. DCAZURE DNS Servers Configuration 

 
5. IPCONFIG Details - DCAZURE 

 

Azure DNS 

On Prem DNS 



6. IPCONFIG Details – RRAS SERVER 

 
7. Perform any additional configuration 

 

Installing the updates 

 



All updates done… 

 

Open Computer Management and complete below task For Disk 2 

 



 

 

 

 



 

 

8. ADDS Role – Install the role on DCAZURE in the Cloud.  Login to Azure Portal & open RDP session 

 

 



 

 



 

 

 



 

 



 

 



 

Change the path to E Drive 

 



 

 



After the role is installed the server will restart. 

 

We have a working DC in Azure for our domain RAMLAN.CA.  With this we have completed installing DC 

in Azure. 

In the next blog (Part 3), I will cover WVD deployment in cloud. 

Thanks 

Ram Lan 
23rd Sep 2020 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 


