
 

What is Parallels Mac Management for SCCM? 

For companies that already use Microsoft®   SCCM for managing PCs, Parallels®   Mac Management 

for Microsoft SCCM allows IT to maximize investments. It enables administrators to leverage 

existing processes by using SCCM as the single pane of glass to manage both PCs and Mac®   

computers. 

 

 

 

 

¶ Unified endpoint management for PCs and Mac® computers 

¶ Effortlessly plugs in to existing SCCM infrastructure 

¶ Full Mac lifecycle management 

¶ Maximize your Microsoft® SCCM investment 



 

 

 

 

 

 

 

https://www.parallels.com/ca/products/mac-management/ 

https://www.parallels.com/ca/products/mac-management/


 

PARALLEL MAC MANAGEMENT 8.1 FOR SCCM INSTALLATION NOTES 
 

In this demo, I will walk you through the process of installing Parallel Mac Management 8.1 on CB1910 

and Member Server PAR. This product will help manage Mac inventory through CB1910. 

My lab setup is as follows: 
 

Configuration Manager CB1910 (CB) - Primary Site 

Parallel Mac Management Member Server (PAR) 

 

PAR is a member server running Windows Server 2019. I will be installing all the roles that are required 

to manage Parallel Mac Management. 

CB is Primary Site Server running Windows Server 2019. On this server, I will install Parallel Mac 

Management Console extension only. Here is the screen shot. 

Click Parallels Mac Management for SCCM.exe 
 



 

 
 

 
 



 
 
 

 
 

 



 
 

 
 

 
 



Now we move on to the Member server (PAR) and install remaining roles. Before we do, we need to 

take care of these pre req: 

¶ Local Admin rights on this server (PAR) for Administrator user 

¶ DCOM remote activation permission 

¶ Administrator rights on Configuration Manager Console 

¶ Permission in ADSI for ParallelServices / Program Data container 

¶ Permission to SCCM Network share 

¶ Certificates (Web Server & Workstation Authentication) 

¶ DP Roles & Features, WSUS Roles & Features, WSUS Certificate 

¶ DP Installation 

Local Admin Rights ς PAR & CB 
Open Server Manager ς Tools ς Computer Management 

   
 

DCOM Permission: 
This we have to do it on the Configuration Manager Server (CB). 
Click Start > Administrative Tools > Component Services. 
Navigate to Console Root / Component Services / Computers / My Computer / DCOM Config. Scroll 
down to Windows Management and Instrumentation 

 
 

PAR.RAMLAN.CA CB.RAMLAN.CA 



  
 

  
 

Administrator rights Configuration Manager Console: 
 

Navigate to Administration / Overview / Security 

 



 
 

Permission in AD for ParallelsServices container: 
This we have to do it on the Domain Controller using ADSI Edit. I am going to give System Container 
(CN=System) full permission, so that when we install the roles.  Required container for Parallels Mac 
Management will be created accordingly during the install. 

  

AS YOU CAN SEE THE CN=SYSTEM 

CONTAINER DOES NOT HAVE 

PARALLELSSERVICES CONTAINER YET. 



Right click CN=System ς Properties ς Security - Add ς Administrator ς Full Control ς Click Advanced ς Allow ς This 
object and all descendant objects.   

Repeat the same for Ram, ParAdmin & PAR - Full Control - Click Advanced 

 

 

 
 
 
 
 



Permission in AD for Program Data container: 
This we have to do it on the Domain Controller using ADSI Edit. I am going to give Program Data 
Container (CN=Program Data) full permission so that when we install the roles.  Required container for 
Parallels Mac Management will be created accordingly during the install. 

 
Right click CN=Program Data ς Properties ς Security - Add ς Administrator ς Full Control ς Click Advanced ς Allow ς 
This object and all descendant objects.   

Repeat the same for Ram, ParAdmin & PAR - Full Control - Click Advanced  

 

 

YOU CAN SEE THE CN=PROGRAM DATA CONTAINER DOES NOT HAVE PARALLELS CONTAINER 



Permission to SCCM Network Share: 
We have to do it on the Configuration Manager Server (CB). We have to give Administrator- Full Control to 
SMS_CAN folder within Advanced Sharing.  Repeat the same for ParAdmin & Ram 

 

 
Do for SMS_CAN\inboxes ς Right Click ddm.box folder ς Security - Repeat the same for ParAdmin & Ram 

 

 
 



Web Server Certificate Template: 

We have to create a web server certificate template for Parallels Proxy Configuration. 
Open Certification Authority ς Right Click Certificate Template ς Right Click Web Server ς Click Duplicate 

 

 

  



 

 



Double click Application Policies and Add Client Authentication 

 
Make sure to Administrator & PAR has Read, Write, Enroll and Autoenroll permission. 

 
Right-click Certificate Templates again and choose New > Certificate Template to Issue 
Select Parallels Proxy and Click OK 


