Managing In Active Clients CB 1810

With this SQL query you can list all the device that are inactive which means the clients have not been in
contact with SCCM server for quite a while.

select

SMS R_SYSTEM.ResourceID,SMS R SYSTEM.ResourceType, SMS R SYSTEM.Name, SMS R SYSTEM.SMSUn
iqueIdentifier, SMS R SYSTEM.ResourceDomainORWorkgroup, SMS R SYSTEM.Client from
SMS R System inner join SMS G System CH ClientSummary on

SMS G System CH ClientSummary.Resourceld = SMS R System.Resourceld where

SMS G System CH ClientSummary.ClientActiveStatus = 0

In order to accomplish this task you have to create a device collection called In Active Clients and the
details are as follows:

R o | roer -

- . R L 2 S . E . 5]l .G . . =
= Y ) < = [ 1% Manage Afinity Requests K Add Resources A Epart X Delete - Clear Server Group Deployment Locks e
[ ¥ ¥ D A & B @ ) T = Iy
/ ) Clasr Required PXE Deployments i Cent Notification « |12 Copy
Create Device _Import Manage Device Saved o Add Install R sart = ~ Simulste  Deploy Move | Properties
Collection  Collections Categories Searches ~ | Members Selected ltems ~ Client Script CMPivot || Update | Endpoint Protection = (i Refresh Deployment.
Create Categories Search Collection Deployment Move | Properties
& v [@ \ » Assetsand Compliance » Overview » Device Collections
Assets and Compliance < Device Collections 15 items
4 ® Ovenview Search earch | Add
2 Users lon | Name Limiting Collection | Member Count | Members Visible on Site | Referenced Collections
& Devices [ All Desktap and Server Clients All Systems 9 9 0
# User Collections & All Mobile Devices All Systems 0 0 0
Collections & Alsystems 13 13 0
L User State Migration & AllUnknown Camputers All Systems 2 2 0
& Endbaint Workstations 2 2 0
= Asset Inteligence i
- [ EX2019 Al Systems 1 1 0
= Software Metering -
& 0365 ProPlus All Systems 2 2 0
Ce I Setti -
e & Office2019 All Systems 5 5 0
=T & sever2019 Al Systems 6 6 0
7] All Corporate-owned Devices & Sener Al Systems 5 5 o
& 5QL2017 All Systems 1 1 0
& Win 10 All Systems 1 1 0
[ Win7 All Systems 1 1 0

All Desktop and Server Clients

Summary
Narme: All Desktop and Server Clients
Update Time: 07-Fb-2019 £:00 AM
Member Count: 9

Members Visible on Site: 9
Referenced Callections:

Comment: All Desktop and Server Clients
@& Assets and Compliance
0 software Library
Bl Monitoring
[Z]f; Administration
" Summary [Depl ts | Custom Client Settings

EE | o= Folder
e B S =

Create Device Import Panage Device Saved
Corllection Collections Categories Searches -~
Create Categories Search
i - | e e Assets and Compliance » O
Assets and Compliance = | Dewice
- RS Onverviews Searck
B, Users lcom
Devices =
User Collections L=
Dievice © L=

Create Device Collecticn -

Import Collections

User Stat

Asset lntbg

R
Software| B planage Device Categories
<. Recast RCT

¥

—1 Compliar]

1 Endpoint] Falder

¥

All Corporate-owned Dewvices =



General

Membership Rules
Summary
Progress

Completion

Create Device Ceollection Wizard

Specify details for this collection
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Limiting collection:

Last update

The collection has not been

updated yet.

[A1 Systems

Browse... I

Last membership change

The collection has not been updated

yet.

= Previous Mext > Summary

Cancel

¥ Create Device Collection Wizard

g! Membership Rules

General
Summany
Progress

Completion

Define membership rules for this collection

Membership rules detemine the resources that are included in the collection when it updates. You
can use membership rules to add a specific object or a set of objects from a query. The collection
membership can also include or exclude other collections. Membership rules can add only those

objects that are members of the limiting collection.
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Query Statement:

select
SM5_R_5YSTEM.ResourcelD,5M5_R_SYSTEM. ResourceType SMS
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Now you will see In Active clients within Device Collection. In my lab there are no in active clients. Here
is active client screen shot
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As you see from below screen shot In Active clients is “0”. If you have any it will have Member Count.
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If you don’t want to create a device collection for inactive clients you can do this as well.
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E] Delete Aged Discovery Data Properties
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Why clients become In Active?

When a client is no longer communicating with SCCM, you have a couple of options. But first,
let's learn why our clients become inactive and how to find them.

Why are my SCCM clients inactive?

The easiest way to explain this is to understand how a client remains active. A client remains active if it
is discoverable and if it communicates with your SCCM servers. Communication can include:

Heartbeats
System Discovery
Network Discovery

So, a client can be marked as inactive if it fails to update SCCM due to issues such as loss of connection,
restrictive firewall settings, and client corruption. We are going to tackle this last problem in a bit.

When dealing with inactive clients, you might run across false positives. These are Active Directory
computer accounts that have gone stale (no longer linked to a physical computer). When the System
Discovery process runs, these objects are imported into SCCM. To avoid this issue, it is important to
regularly clean stale computer accounts.

At top of this page, | have detailed the way to clean up in active clients or stale computers from CB 1810.



