
HOW TO INSTALL OPSMGR 1807 ON WINDOWS SERVER 2019 

In this exercise, I will show you how to install OM 1807 (System Center Operations Manager) on 

Windows Server 2019 with SQL Server 2016 SP2 CU4. 

I will be running all the roles (Management Server, Operations Console, Web Console & Reporting 
Server including SQL 2016 SP2 CU4) on a single server called OM. 
 

 



SCOM Management Server: 

 

Windows Server 2019 

SQL Server 2016 SP2 CU4 

Memory – 10GB 

Hard Disk – 250GB 

NIC – 1GB 

 

 

 

 

 

 



Create a bootable USB and boot the system to start Server 2019 installation as described below: 

 

 



 

 



 

 



 

 



 

 



 

 



 

 

 



Before you install OM 1807, please create these service accounts in AD. To keep things organized, I have 

created an OU called OM and inside that, I have created service accounts. 

 

Make sure to add above users and groups to Local Administrator groups on OM Server 

After that install these pre req (2014 SQLSysClrTypes, 2016 SQLSysClrTypes & ReportViewer) 

 

 

 

OMDAS – OM Config & Data Access Account 
OMREAD – OM Datawarehouse Reader Account 
OMWRITE – OM Datawarehouse Write Account 
OMAA – OM Service Action Account 
SQLSVC – SQL Service Account 
 



 

 

 

 



 

 

 

 



 

 

Open PowerShell as Administrator and run this command to install IIS and other components required 

for OM1807 Install.  After the roles/features are installed restart the server. 

Import-Module ServerManager 
Add-WindowsFeature Web-Server, Web-WebServer, Web-Common-Http, Web-Default-
Doc, Web-Dir-Browsing, Web-Http-Errors, Web-Static-Content, Web-Health, Web-

Http-Logging, Web-Log-Libraries, Web-Request-Monitor, Web-Performance, Web-

Stat-Compression, Web-Security, Web-Filtering, Web-Windows-Auth, Web-App-Dev, 

Web-Net-Ext45, Web-Asp-Net45, Web-ISAPI-Ext, Web-ISAPI-Filter, Web-Mgmt-

Tools, Web-Mgmt-Console, Web-Mgmt-Compat, Web-Metabase, NET-Framework-45-

Features, NET-Framework-45-Core, NET-Framework-45-ASPNET, NET-WCF-Services45, 

NET-WCF-HTTP-Activation45, NET-WCF-TCP-PortSharing45, WAS, WAS-Process-Model, 

WAS-Config-APIs -restart 

 
Make sure to install this feature as well ASP 3.5 -  

 



We have to register ASP.Net from command line and the steps are as follows: 

Open Command Prompt as Administrator and run this command 

1. cd %WINDIR%\Microsoft.NET\Framework64\v4.0.30319\ 

2. aspnet_regiis.exe -r 

3. IISRESET 

 

Restart the server 

Now we will install SQL 2016 SP1 by mounting the ISO and run setup.exe.  Within SQL install, I will be 

creating two instances (one for SCOM Operations Manager SCOM_OPSMGR and one for Data 

Warehouse SCOM_DW). 

 



 

 

 



 

 

 



 



 

 

 



 

 

 



 

 



 

 
 



Now repeat above steps to create another SQL instance for Data Warehouse SCOM_DW 

 

 

 



 

 

 



 

 

 



 

 

 

 



 

 

 



 

 



Now we will install SQL 2016 SP2-KB4052908 
 

 

 

 



 

 

YOU CAN IGNORE ABOVE ERROR.  

JUST RESTART THE SERVER TO BE 

SAFE. 



 

 
Now we will install SQL 2016 SP2 CU4-KB4464106 

 

 



 

 



 

 

YOU CAN IGNORE ABOVE ERROR.  JUST 

RESTART THE SERVER TO BE SAFE. 

 



 
 
Now we will install SQL Server Management Studio Nov 2018 (SSMS) as detailed below 

 

 



Configure Reporting Service on OpsMgr OM1807: 
 
Open Reporting Services Configuration Manager from Programs 

 

 



 

 

 



 

 

 



 

 
 
 



 
Now we can proceed with OM 1801 install by running setup.exe 
 

 

 



 

 



 

 



 

 



 

 



 

 



 

 

Add this 

user to 

local admin 
group 



 

 

 



 

 
 

Set SCOM License: 
 

Open PowerShell as Administrator or Operations Manager Shell 
Go to C:\Program Files\Microsoft System Center\Operations Manager\PowerShell\OperationsManager 
Run these PowerShell scripts 
Functions.ps1 
Startup.ps1 
After that run this command  
Set-SCOMLicense -ProductId BXH69-M62YX-QQD6R-3GPWX-8WMFY -Confirm:$false –Verbose 
You will be asked to enter the credentials – use this ramlan\administrator 01Jan2009 
Once the command executes successfully – restart the server 

 
Open PowerShell as Administrator and run below command 
Get-SCOMManagementGroup | ft skuforlicense, timeofexpiration –a 

 

You can ignore the warning.  

We will configure License now 



Database File Size: OpsMgr and DW – Using SQL Management Studio 
 

 

 
 
 



Optimize Management Server Registry: 
 
Add these registry keys updates to the Management Server by running from PowerShell as 
Administrator 
 
reg add "HKLM\SYSTEM\CurrentControlSet\services\HealthService\Parameters" /v "State Queue Items" 
/t REG_DWORD /d 20480 /f 
 
reg add "HKLM\SYSTEM\CurrentControlSet\services\HealthService\Parameters" /v "Persistence 
Checkpoint Depth Maximum" /t REG_DWORD /d 104857600 /f 
 
reg add "HKLM\SOFTWARE\Microsoft\System Center\2010\Common\DAL" /v "DALInitiateClearPool" /t 
REG_DWORD /d 1 /f 
 
reg add "HKLM\SOFTWARE\Microsoft\System Center\2010\Common\DAL" /v 
"DALInitiateClearPoolSeconds" /t REG_DWORD /d 60 /f 
 
reg add "HKLM\SOFTWARE\Microsoft\Microsoft Operations Manager\3.0" /v 
"GroupCalcPollingIntervalMilliseconds" /t REG_DWORD /d 900000 /f 
 
reg add "HKLM\SOFTWARE\Microsoft\Microsoft Operations Manager\3.0\Data Warehouse" /v 
"Command Timeout Seconds" /t REG_DWORD /d 1800 /f 
 
reg add "HKLM\SOFTWARE\Microsoft\Microsoft Operations Manager\3.0\Data Warehouse" /v 
"Deployment Command Timeout Seconds" /t REG_DWORD /d 86400  
 

 
 
 
 
 
 
 
 
 



Enable Proxy Agent as default setting: 
 
Open PowerShell as Administrator and run this command 
add-pssnapin "Microsoft.EnterpriseManagement.OperationsManager.Client"; 
new-managementGroupConnection -ConnectionString:localhost; 
set-location "OperationsManagerMonitoring::"; 
Set-DefaultSetting -Name HealthService\ProxyingEnabled -Value True 

 
In order to inspect this setting, you can run: 
Get-DefaultSetting 

 
 



Event ID: 6002 & Event ID:  21029: 

 
 

If you see above events in event viewer, then add these SCOM action account to Local Performance Users and 

Performance Monitor Users group. 

 

  
 
 



Operations Manager Console: Discovery Process 
 
After the install when you open the console you will see the following.  We have to take care of these 
one by one. 

 
So we will complete discovery of configuring computers and devices to manage first. 

 



 

 



 
 

 



  
 
Enable Notification Channel: 
 

 

 



 

 

 



 

 
Next, we will configure subscriber 
 

 



 

 
 

 



 

 

 



Next, we will configure subscriptions 
 

 

 

 



 
 

 

 



 

 

 

 



Let’s test our work.  Email alert received for critical issues generated by OM 1807 

 
So, our email setup to receive critical warnings is working. 
 

Active Directory Integration: 
We have to run below command to create a container in ADUC.  The steps are as follows. 
Open Command Prompt as Admin 
Go to C:\Program Files\Microsoft System Center\Operations Manager\Server 
Run momadadmin scom1801lab ramlan\omadmins ramlan\administrator ramlan 

 
You will see OperationsManager Container in ADUC with Security Group and Health Service SCP 

 
 

Add Security Group to Operations Manager Administrators 
 

Go to Administration – Security – User Role 
Right Click Operations Manager Administrators 
Add OMAdmins Security Group (This group has users who can manage SCOM) 

 



Upgrade OpsMgr 1801 to 1807 using Configuration Manager Current Branch 1810 
 
Open SCCM Console 
Administration > Site Configuration > Sites > Configure Site Components > Software Update Point 

 
From the updates we need only a few of them.  Agent update will be deployed to all Servers that we are 
monitoring. 

 
Create a Software Update Group and Deploy to OpsMgr Collection we created before. 

 



 

 

 

 



 

 

 
 



We can deploy this update to OpsMgr collection. 

 

 

 



 

 

 



 

 
The updates have started to install on OM.RAMLAN.CA server. 

 

 



Import Management Packs: 
 

 

 
 
Search for Windows Server 2016, 2019, SQL Server 2016, 2017, Exchange and other MP you need. 
 

 



 

 
 

Management Packs – Updates and Recommendations: 
 

 
Will install rest of the updates and recommendations pertaining to MP. 

 
Select each one and click Get MP or click Get All MPs and follow the screen to complete the install.  
Once you have done everything your updates and recommendations should be empty. 

 
Now we have installed all the updates and recommendations pertaining to MP’s. 



HOW TO CREATE CORRECT OVERRIDE IN OM1807: 
 

I was10getting these warnings for SQL.  I would like to ignore as these are not important.  So the right 
steps to create override are as follows: 
 

 
 
Click Monitoring – Active Alerts – Select single warning – Click Alert Monitor 
 

 
 

This monitor is defined in Microsoft SQL Server 2014 Monitoring Management Pack. So let’s complete 
override configuration by going to Overrides tab. 
Click Override 



 

 
Click New 



 
Click Next to create the Management Pack 

 



Click Edit and type below description so that you know why you created this override. Click OK twice to 
complete the override 
 

 
Click close 
 

 
 

This is how you can complete override within OM1807.  Don’t perform this in production unless you are 
confident you don’t need to monitor this warning. 
 
 
 
 



Data Access Service SPN Error Alert: 

 
 
If you get above alert error from OM1807 – Run below command and check SPN Entry for each account 
accessing SCOM.  If you don’t see any entry, then run this command 
 
setspn -s MSOMSdkSvc/om.ramlan.ca ramlan\ram – This is just an example only 

 

 
 
This concludes the whole process of setting up OM1801/1807. 
 
Thanks 
 
Ram Lan 
10th Feb 2019 
 
 
 



.NET 3.5 Install Error: 
 

If you get this error while installing .NET Framework 3.5 within Server Manager – Mount the ISO and run 
below command. 

 

 
Add-WindowsCapability -Online -Name NetFx3~~~~ -Source D:\Sources\SxS 
 
 
 


