
HOW TO INSTALL DOMAIN CONTROLLER ROLE ON WINDOWS SERVER 2019 

In this post, I will show you how to install and configure Domain Controller role on Windows Server 

2019.  So far, I have installed Windows Server 2019 operating system and installed all the updates and 

restarted the system. 

Create a bootable USB and boot the system to start Server 2019 installation as described below: 

 

 



 

 



 

 



 

 



 

 



 

 



ADDS Install:  Open Server Manager 

 

 



 

 



 

 



 

 



 

 



 

 

Even though, I installed Server 

2019, I don’t have the option to 

select Windows Server 2019 for 

Forest & Domain Functional 

Level.  MS comment is 

Windows Server 2019 should 

be called Windows Server 2016 

v1809 



 

 



 

 



 

After ADDS is installed system will restart. 

Create Reverse DNS: 

Open DNS Manager and select Reverse Lookup Zone – Right Click New Zone 

 



 

 



 

 



 

 

 



 

DHCP Role: 

 



 

 



 

 



 

 



 

 



 

DHCP Scope: 

Open DHCP Manager 

 



 

 



 

 



 

 



 

 



 

 



 

 



 

KMS Configuration: 

We have to open MTK 2.6.4 & install AutoKMS service.  You can Google for MTK 2.6.4 & download. 

 

 

 

 



DNS configuration for KMS Service:   

Open DNS Manager and complete the following: 

Right-click on the _tcp folder and select Other New Records. 
Select Service Location (SRV) as the new record type. 
Fill in the following information for the new record: 
Service: _VLMCS 
(Note: This is not in drop-down list, so you need to type. Include underscore at the beginning.) 
Protocol: _tcp 
Port: 1688 
Priority: 10 
Host offering the service: hostname 

 

 

With above configuration, we can activate Servers and Workstations automatically 



Certificate Authority: 

Now we will install CA role which we might require to issue self signed SSL certificate for internal use. 

 

 



 

 



 

 



 

 



 

 



 

 



 

 



 

 



 

 



 

 



 

 



IIS Manager Binding: 

Open IIS Manager – Go to CertSrv 

 

If you want *443 under Manage Application – do the following 

 

 



 

 

 

With this we have completed a number of tasks on the Domain Controller.   

Thanks 

Ram Lan 
30th Dec 2018 


