Cisco UCS C220 Server — Issue with IMC due to Flash Player missing

As you can see from below screen shot, | am not able to login to IMC due to flash player issue. The
Username and Password box are missing. The work around is to use a different browser. Details below..
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1000+ Free Flash Games | Updates Archive | Page 2 || Page 3 || Bookmark (CTRL-D)

"; ANDKON ARCADE > FAQ (HOW TO PLAY FLASH, JAVA, SHOCKWAVE GAMES IN 2021)

Read through Frequently d Questions to get Flash g mes to work since they are no longer supported by major browers. You can also learn
why the Andkon Arcade how you can still {(sort of) get A on / 5, read the shortest v irecth

Flash Games?

Starting in January 2021, Flash will no longer work. Flash versions after June 2020 (32.0.0.387 and higher) have included a timer that will disable Flash on January 12, 2021.
Furthermore, most browsers like Chrome or Firefox will physically remove Flash in their next version updates in January anyways. The solution is simple: use a browser that does not
take out Flash with an older version of Flash without the disal g timer.

Before you begin to take the steps below to get Flash working again, make sure:

1. You have permission to install programs on the computer you're using
2. You understand the inherent risks that using out-of-date software entails. You can decrease that risk by using antivirus software like the
3. You have Windows 7/8.1/10.

There are two easy solutions. The "SECURITY CONSCIOUS WALKTHROUGH"™ shows where these files come from. Please read it all.

DESKTOP[LAPTOP SOLUTION

Download and install the P imace] €l
Remove Adobe Flash Player NPAPI 32 if higher than 32.0.0.371. [IM

1.
2
3. Download and install the |. n of Fla ) t the di ing ti Feel free to select "Never check for updates™ during the installation process. Restart Pale
M [ E]
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http://andkon.com/arcade/faq.php

Mimimum Sy Ri rements:

Windows 7 SP1 or later, Server 2008 R2 or later

A processor with SSE2 instruction support

At least 1 GB of RAM (with plenty free to use)

At least 300 MB of free (uncompressed) disk space

Download locations

You may download Pale Moon from our official mirrors or any of our recommended alternatives by clicking the appropriate
choice below.

Download links
32-bit 64-bit

Provider Region

FEurope e 74 Direct Download Direct Download

Pale MO 0 n (secure’) / installer / installer

. Direct Download = Direct Download
» Pale MO O n Americas / installer installer

P 'l M Acm i Direct Download - Direct Download
a e O O n . installer ! installer

85% of palemoon-29.1.0.win32.installer.exe downloaded 12 sec remaining Pause | | Cancel | | View downloads b4
) Pale Moon Setup — x

Welcome to the Pale Moon Setup
\ Wizard

This wizard will guide you through the installation of Pale
Moon.

It is recommended that you close all other applications
before starting Setup. This will make it possible to update
relevant system files without having to reboot your
computer.

Click Next to continue.

LY Pale Moon Setup — o

Setup Type
Choose setup options

Choose the type of setup you prefer, then dick Mext.
(®) Standard
Pale Moon will be installed with the most common options.

() Custom
You may choose individual options to be installed. Recommended for experienced users.

<Back [ mext> | | cancel




LY Pale Moon Setup — st

Summary
Ready to start installing Pale Moon

Pale Moon will be installed to the following location:

| C:YProgram Files (x86)Pale Moon |

Click Install to continue.

<oack ==

i} Pale Mocn Setup —

Completing the Pale Moon Setup
Wizard

Pale Moon has been installed on your computer.

Click Finish to dose this wizard.

Launch Pale Moon now

< Back Finish Cancel

Check for any flash installed on Win 10

Settings — ]

Gy Home Apps & features

| Find a setting 2 | Choose where to get apps
Apps Installing apps only from Microsoft Store helps protect your device.
| Anywhere e

Apps & features

i=r  Default apps Apps & features

O7. Offline maps Optional features

App execution aliases
Ll Apps for websites

Search, sort, and filter by drive. If you would like to uninstall or mowve

A Video playback an app. select it from the list.
flash =
2 startup
Sort by Name ~~ Filter by: All drives ~~

We couldn't find anything to show here. Double check your search
criteria.




Now install flash 32.0.0.371

&5 TEM20H2 on DC - Virtual Machine Connection
Media Clipbeard
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File Edit
DESKTOP{LAPTOP SOLUTION

bit). [IMAGE]
371. [IMAGE]

vithout the disabling tim

1. Download and install the Pale
2. Remove Adobe Flash Player NPAPI 32 if higher than 32.

3. Download and install the Iz
Moon. [IMAGE]

er. Feel free to select "Never check for updates™ during the installation process. Restart Pale

PORTABLE SOLUTION

1. Download the Pale Moon browser {portable, 64-bit). [IMAGE]
Open to extract to a USBE stick. Browse/select [...] the USB drive. Name the folder "palemoon™ so that the exiracted contents are in one folder. So something like F:\palemoon or

2.
G:\palemoon depending on what letter your USE drive uses. [IMAGE]
Download the flash file NPSWF64_32_0_0_371.dll and move it into USB:/palemoon/Lib/Mozilla/Plugins. (Flash 32.0.0.371 is the last version to not include a timer that disables

3.
Flash.) [IMAGE]
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Adobe Flash Player 32.0 Installer

Adobe Flash Player

¥ | have read and agree to the terms of the Flash Player License Agreement

Read the license here

INSTALL

e Flash Player 32.0 Installer
Update Flash Player Preferences
fﬂ Security updates and enhancements can be downloaded and installed automatically

Learn More

Allow Adobe to install updates (recommended)

Motify me to install updates
& PMever check for updates (not recommended)




Check Flash Player install status

Settings - g

B Home Apps & features

Find a setting P Choose where to get apps
Apps Installing apps only from Microsoft Store helps protect your device.
Anywhere '

= Apps & features

i< Default apps Apps & features

[ Offline maps Optional features

App execution aliases
[+]1 Apps for websites

Search, sort, and filter by drive. If you would like to uninstall or move
N Video playback an app. select it from the list.

» fash x
Startup

Sort by: Name ~~ Filter by: All drives ~

il

1 app found

% Adobe Flash Player 32 NPAFI 20.3 MB
15-Mar-2021

Now we have working Pale Moon Browser installed.

Pale Moon - Congratulations - Pale Moon = O X
777 || @~ DuckouckGo | BB~ O~ &

Congratulations!

You have successfully installed or upgraded the Pale Moon web browser.




Now it is time to logon to Cisco IMC — Username Admin / Password I
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Cisco Integrated Management Controller Login - Pale Moon = X

€ C | A |d5192.168.074 @D/ https://192.168.0.74/login html © -~ Duck sle-lo- ¥

£ Most Visited Pale Moon Pale Moon forum F.A.Q. . Release notes

asco

Cisco Integrated Management Contr... X n Canada - Pale Moon - start.me x || + =

ifiafie  Cisco Integrated Management Controller
CIsco i .. _
Version: 3.0(41) Password:

©2008-2016, Cisco Systems, Inc. All rights reserved.

Done
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Overall Server Status ¢ £ G g @ (i )
EGnod
Server Summary

Summary ~ -« Power On Server

Actions—— - Server Properties
Product Name: UCS C220 M35
Serial Number: FCH1714V199
FID: UCSC-C220-M35
UuID: AZF059A5-DA46-4767-B79C-CC94BACATD3E

¥ Power Off Server

=

Inventory

Sensors
.b___f; Shut Down Server

Remote Presence

n
s k_J Power Cycle Server BIOS Version: C220M3.3.0.4b.0 (Build Date: 06/22/18)
Power Policies Hard Reset Server Description: |
Faults and Ls
3ults and Logs @L&unch WM Console - Trarak |Un|-cnowr|

Troubleshesting ( Turn On Locator LED

Server Status

Power State: ) On
Overall Server Status: Goud
Temperature: Goud
Overall DIMM Status: [/ Good
Power Supplies: Guod
Fans: Goud

Locator LED: @ Off
Overall Storage Status: Goud =

[Save Changa] [Reset Valua]




STORAGE - CONTROLL

ER INFO:

Overall Server Status

(o}
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]

gGoud

Server i Adm I StoragtE]

= LST MegaRAID SAS 9266-Bi

LSI MegaRAID SAS 9266-8i (SLOT-2)

Caontroller Info Storage Log 1

Firmware Version:

Preboot CLI Version:

3.450.245-8272

05.07-00:#%00011

Actions Settings:
® (sLoT-2) g
Create Virtual Drive from Unused Physical Drives Predictive Fail Poll Interval: 300 sec
Cisco FlexFlash ¥ Create Virtual Drive from an Existing Virtual Drive Group Rebuild Rate: 30 %
Import Foreign Config Patrol Read Rate: 30 %
Clear Foreign Corfig Consistency Check Rate: 30 %
£ Clear Soct Drive Reconstruction Rate: 30 %
ik Get Storage Firmware Log Cache Flush Interval: 4 sec
Sl Sz Max Drives To Spin Up At Once: 2
Health/Status Delay Among Spinup Groups: 12 sec
Compaosite Health: \EGDO:I Physical Drive Coercion Mode: 1 GB
Controller Status: Optimal Cluster Mode: false
Chip Temperature: 75T Battery Warning: true
Storage Firmware Log Status:  Not Downloaded ECC Bucket Leak Rate: 1440 min
- . Expose Enclosure Devices: true
Firmware Versions
Maintain PD Fail History: false
Product Name: LSI MegaRAID SAS 926...
Enable Copyback on SMART: false
Serial Number: SV33710536
. " Enable Copyback to 350 on SMART Error:  true
Firmware Package Build: 23.33.1-0058
Native Command Queuing: enabled
(e T 180D: false
PCI Slot:  SLOT-2 Enable Spin Down of Unconfigured Drives: true
Vendor ID: 1000 Enable S5D Patrol Read: false
Device ID: 5b AutoEnhancedImport:  true
Subvendor ID: 1000
Capabilities
SubDevice ID: 9266 [ — ) i ]
Overall Server Status & AF ) @ @ [
mGnDd -
LSI MegaRAID SAS 9266-8i (SLOT-2)
Server i Admin I Storage ]I Controller Info Storage Log ]
@ LSI MegaRAID SAS 9266-81 L - ) J RAID Levels Supported: Raid 0
(SLOT-2) _ Raid 1
Manufacturing Data Raid 5
. - —09- Raid 6
Cisca FlexFlash Manufactured Date: 2013-09-10 e
Revision No: 21B Raid 50
Raid 60
- _ Raid srl-03
Running Firmware Images Raid 00
BIOS Version:  5.49.03.0_4.16.08.00_0x060B0200 Raid 1e-riq0

Raid 1e0-rlq0

HW Configuration

WebBIOS Version: 6.1-75-e_75-00-Rel Controller SAS Address: 500605b006f6eecD
xR versin: WA SO G SR
NVDATA Version:  2.1503.03-0156 51 500003973812166

Boot Block Version: 2.05.00.00-0010 4: 0000000000000000
5: 0000000000000000
BOOT Version: 07.26.26.219 6: 0000000000000000
7: 0000000000000000
Startup Firmware Images BBU Present:  true
Startup BIOS Wersion: NfA T T Sy o
Startup Firmware Version: NfA NVRAM Size: 32 KB
Startup Preboot CLI Version N/A Serial Debugger Present:  Erue
Startup WebBIOS Version: N/A Memory Present: true
Startup CNTRL-R version: N/JA e
Startup NVDATA Version: NfA Flash Size: 16 MB
Startup Boot Block Version: NfA Memory Size: 1024 MB
Startup Boot Version: NfA Cache Memory Size: 866 MB
Boot Dri Number Of Backend Ports: 8
Boot Drive: 0 Error Counters
Boot Drive is PD:  false [ Memory Correctable Errors: 0
Virtual Drive Count { Memory Uncorrectable Errors: 0
Virtual Drive Count: 1
Degraded Drive Count: O
Offline Drive Count: 0
Physical Drive Count
Disk Present Count: 4
Critical Disk Count:
Failed Disk Count: 0




PHYSICAL DRIVE INFO:

Overall Server Status & L o E @ @ 0
edsees LSI MegaRAID SAS 9266-8i (SLOT-2)

LST MegaRAID SAS 9266-8i Physical Dri
® sloT2) e
controller || Physical Drive Number || status Health Boot Drive Drive Firmware Coerced Size Manufacturer Model Type
Cisco FlexFlash e 571250 MB
sLOT-2 2 Online | ® Good false 5702 571250 MB TOSHIBA HDD
SLOT-2 3 Online @ Good false 5702 571250 MB TOSHIBA HDD
sLOT-2 4 Online | ® Good false 5702 571250 MB TOSHIBA HDD
I Acti
Enclosure Device ID: 252 15 Make Global Hot Spare
Physical Drive Number: 1 48 Make Dedicated Hot Spare
LSI Drive Number: O £ Prepare For Removal
Power State: active Stat
Device ID: 20 Locator LED: (@) Turn On

Sequence Number: 2
Enclosure Association:  Direct Attached

State:  Online

Fault: false

Enclosure Lagical ID:  NfA
Online:  true
Enclosure SAS Address:

Media Error Count: @ Operation: No operation in progress

Other Error Count: 0 Progress in %: 0

Predictive Failure Count: 0 Ela Time (secs): 0

Sy TR LD Refresh

Non Coerced Size: 571813 MB

Inquiry Data
Coerced Size: 571250 MB

Product ID: ALL3SXBGOEN

Block Size: 512

Vendor: TOSHIBA
Physical Block Size: 512 ender

. 5702
SAS Address:  0: 5000039738121bf2 Drive Firmware
1: 0x0

Drive Serial Number: 8660A01YFSUC

Link Speed: 6.0 Gb/s
Media Type: HDD
Interface Type: SAS
Security Capable: No.
Security Enabled:  No.

VIRTUAL DRIVE INFO:

CHEH @ ¢vo
LSI MegaRAID SAS 9266-8i (SLOT-2)

Overall Server Status
R7 [

[ server [ pdmin | strece
@ LSI MegaRAID SAS 9266-8i
(sLoT-2)

Virtual Dris

Cisco FlexFlash Optimal 1713750 MB.

£ Initialize Operation: No operation in progress
Boat Drive Progress in %: 0O
3] Delete Virtual Drive Elapsed Time (secs): 0
Secure Virtual Drive Refresh

G | Physical Drives

Name: | virtual Drive
Strip Size: 64 KB

um|

1169920000

Drives Per Span: 4 1169920000 online

1169920000 online

Access Policy: Read-Write

1169920000 online

o o o [
° o o k=

o
Span Depth: 1 =
o

Cache Policy: Direct
Read Ahead Policy: Always
Requested Write Cache Policy: Write Back Good BBU

Current Write Cache Policy:  Write Back
Disk Cache Policy: Unchanged
Allow Background Init:  Erue
Auto Snapshot:  false
Auto Delete Oldest:  true
Boot Drive:  true
Security Capable: No
Security Enabled: No
Consistency Check Operation 5 Unknown




INVENTORY

oOverall Server Status ¢ Lo E © @ 0
Inventory
Server Storage ] CPUs | Memory | Power Supplies | PCI Adapters | Cisco VIC Adapters | Network Adapters | Storage Adapters || [ PID Catalog_|
Summary cPUL
Inventory Socket Name:  CPUL vendor: Intel(R) Corporation
S Status: Enabled Family: Xeon
Remote Presence
Sres Speed(Mhz): 2500 wversion: Intel(R) Xeon(R) CPU E5-2640 0 @ 2.50GHz
Power Policies Number of Cores: 6 Signature:  Type 0, Family 6, Model 45, Stepping 7
Faults and Logs Number of Threads: 12
Troubleshooting
cPU
Socket Name: CPU2 Vendor: Intel(R) Corporation
Status: Enabled Family: Xeon
Speed(Mhz): 2500 wersion: Intel(R) Xeon(R) CPU E5-2640 0 @ 2.50GHz
Number of Cores: & Signature:  Type 0, Family 6, Model 45, Stepping 7
Number of Threads: 12

Overall Server Status
|Gacd

Inventory

Sensors,
Remote Presence
BI0S.

Pawer Policies
Faults and Logs

Troubleshoating

e e ez 2t gy e e

~

=

(AN LA B © @

Inventory

cpus | Memery | Power Supplies | PCIAdapters | Cisco VIC Adapters | Network Adapters | _Storage Adapters

TPM

PID Catalog |

DIMM Black Lk

Memory Speed: 1333 MHz Failed Memory: 0 MB. Overall DIMM Status: [ Good
Total Memory: 196608 MB Ignored Memory: O MB. Enable DIMM Black List: [
Effective Memory: 196608 MB Number of Ignored DIMMs: O
Redundant Memory: O MB Number of Failed DIMMs:  ©
Memory RAS Possible: Independent Mirroring Lockstep
Memory Configuration:  Independent Bl S
Memory I
Name Capaci Channel 5 MHz) | Channel Type|| Memory Type Detail || Bank Locator Serial Number Asset Tag Part Number Visibility. Operability. Da
DIMM_AL 16384 MB 1333 | DDR3 Registered (Buffered;| CPU 1 CHANNEL 0 [| OXCEQD 83COF69E M393B2G70BHO-YHS | Yes. Operable 64 bits [+
DIMM_A2 16384 MB 1600 |DDRZ Registered (Buffered)| CPU 1 CHANNEL 0 [| 0x2C00 oCEEFCSS 36KSF2G72PZ-1GEEL |Yes Operable 64 bits
DIMM_B1 16384 MB 1333 |DDR3 Registered (Buffered;| CPU 1 CHANNEL 1 [| 0xCE00 83C0F642 M39382G70BHO-YHS | Yes Operable 64 bits
o1Mm_B2 16384 MB 1600 |DDR3 Registered (Bufferad)| CPU 1 CHANNEL 1 1| 0x2C00 oceerca7 36KSF2G72PZ-1GEEL |Yes Operable 64 bits
DIMM_C1 16384 M 1333 |DDRZ Registered (Buffered;| CPU 1 CHANNEL 2 [| 0xCE00 83COFSED M393B2G70BHO-YHS | Yes Operable 64 bits
oImm_cz Nt Installed Na [na A A A na A A A A A
DIMM_D1 16384 MB 1333 |DDRZ Registered (Buffered)| CPU 1 CHANNEL 3 [| 0xCE00 83COFSDD WM393B2G70BHO-YHS | Yes Operable 64 bits
DIMM_DZ. Not Installed Na [na A A na na A na A na A
DIMM_EL 16384 MB 1333 |DDR3 Registered (Buffersd)| CPU 2 CHANNEL 0 [| OxCE00 83C0F4DS M383B2G70BHO-YHS  [Yes Operable 64 bits
DIMM_E2 16384 MB 1600 |DDR3 Registered (Buffered;| CPU 2 CHANNEL 0 [| 0x2C00 OCEEFBAE 36KSF2GT2PZ-1GEEL |Yes Operable 64 bits
DIMM_FL 16384 MB 1333 |DDR3 Registered (Buffered;| CPU 2 CHANNEL L [| 0XCE00 83C0F696 1M39382G70BHO-YHE | Yes Operable 54 bits
DIMM_F2 16384 VB 1600 |DDRZ Registered (Buffered;| CPU 2 CHANNEL 1 [ 0x2C00 OCEEFC27 36KSF2G72PZ-1GEEL |Yes Operable 64 bits
DIMM_GL 16384 MB 1333 |DDR3 Registered (Buffered;| CPU 2 CHANNEL 2 [| 0XCE00 83COFE6C 1M39382G70BHO-YH | Yes Gperable 64 bits
DIMM_G2. Not Installed NA [nA A A A A A A A A A
DIMM_H1 16384 MB 1333 |DDR3 Registered (Buffered]| CPU 2 CHANNEL 3 [ OXCEOD 83COFSSC M39362G70BHO-YH | ves Operable 64 bits
DIMM_H2. Not Installed NA | NA HA A nA A NA NA HA NA NA

Summary
Inventory
Sensars

Remote Presence

Troubleshooting

Network

il
cisco
SEnver: c L OB © (1)
(5 so0d
Inventory
Server
Summary
Inventory Redundancy Status: Not Available
Sensors
Remote Presence rowes
BIOS nj atts. Max O at ion Product 1D
Power Policies PSU2 155 N/A 12022215 UCSC-PSU-650W
Faults and Logs
Troubleshooting
c LLXOCHE @ ©o
PCI Adapter Inventory
server | admin | Storage cpUs_| Memory | Power Supplies | PCIAdapters | cisco VIC Adapters || Network Adapters | Storage Adapters | TPM | PID Catalog |
Summary PCI Ad:
Inventory Slot 1D Product Name Option ROM Status Firmware Version | Vendor 1D Sub Vendor 1D Device 1D
S L Intel(R) 1350 1 Gbps Network Controller Not Loaded OXB0000E7S- 0x8088 0x1137 0x1521 =
Remote Presence 1 Broadcom Network contraller Loaded 21.40.16.60 oxided ox14e4 ox18d8
GES 2 LSI 9266-8] MegaRAID SAS HBA Loaded 23.33.1-0058 0%1000 0x1000 0x005b.
Power Policies
Faults and Logs
Troubleshosting
Overall Server Status I c oM ® © o
|Good
Network Adapter Inventory
Sarv Admin_|_Storage CPUs | Memory | Power Supplies | PCI Adapters | Cisco VIC Ad Network Adapters | Storage Adapters || TeM | PID Catalog |

Broadcom Network controllar
L [Intel(R) 1350 1 Gbps Netwark Controller

Adapter Card - 1

External Ethernet

[ 1

Il

]

1
2

b0:26:28:31:58:80
0:26:28:31:58:81
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REMOTE PRESENCE:
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Overall Server Status
[(Asood

Remote Presence

server | admin | storage |

virtual kym | Virtual Media | serial over LAN |

Summary
Inventory

Sensors

Remote Presence
BIOS

Power Policies

VKVM Console Based vMedia Properties
Enabled: [
Active Sessions: 0
Enable Virtual Media Encryption: (il
Low Power USB Enabled: [

Faults and Logs

Troubleshooting

R [

Overall Server Statusj I

Cisco IMC-Mapped vMedi:

[Properties | [Unmap) [Remap) [Delete
Current Mappings
Remote Share Il Remote File Il

Last Mapping stamsﬁ

status I

Mapping Status

volume [[Mount Typﬂﬂ

<

(&

Remote Presence

Server I Admin \i Storage

virtual KvM | Virtual Media | Serial over LAN |

Summary
Inventory

Sensors

Remote Presence

BIOS
Power Policies
Faults and Logs

Troubleshooting

BIOS:

Ove | Server Status
7 e

Server

Storage
Summary

Inventory

Sensors

Remote Presence

BIOS

Power Policies

Faults and Logs

Troubleshooting

Overall Server Status

[1ood

Enabled: [

Baud Rate: | 115.2 khps

-Serial over LAN Properties———

Com Port: | camo v
SSH Port: | 2400
¢ L LCHEH © @0
BIOS
BIOS Configuration i Configure BIOS Frofile ]
Actions BIOS Properties.

4% configure B108
{%}Cunﬁgure Boot Order
{é}Enlar BIOS Setup
@c\ear BI0S CMOS

@Rastore Manufacturing Custom Settings

Running Version:
UEFI Secure Boot:

Actual Boot Mode:

Configured Boot Mode:

Last Configured Boot Order Source:

Configured One Time Boot Device:

€220M3.3.0.4b.0 (Build Date: 06/22/18)

T

Uefi

None ]‘
BIOS

[

Boot Order

Configured Boot Order
B spany

#F PCHSTORANY

== SANANY

(2) 1sCSIANY
& VMKVMHDD
& VMCIMCHDD
# B ussHDD

Actual Boot Order

(Bus 82 Dev 00)PCI RAID Adapter (NonFalicyTarget)
UEFL: P4 Broadcom Adv. Dual 10GBASE-T Ethernet (No
UEFL: 1P4 Intel(R) 1350 Gigabit Network Connection (Nor

UEFI: 1P4 Broadcom Adv. Dual 10GBASE-T Ethernet (No

UEFL: Built-in EF1 Shell (NonPolicyTarget)

HV (MonPolicyTarget)

o N 4 & & &M

UEFL: 1P4 Intel(R) 1350 Gigabit Network Connection (Nor

Summary
Inventory
Sensors

Remate Presence
BIOS

Power Policies
Faults and Logs

Troubleshooting

E Hopamy
(7] G|
¢ LLOCHE Q| oo
Configure BIOS Profile
Server [ Admin 1 Storage ]I BIOS Configuration ] Canfigure BIOS Pr I
Status.
Upload Status: NONE
Active Profile;  none
Host Reboot Stat  No need for host reboot
BIOS Profil
Activate | | Delete | | Detail
| Name H Description H Active




[0 [l

2021 Mar 15 15:49:33 UTC | @ Informational [sscime [ EQUIPMENT_DEGRADED | (F1008][cleared]{equipment-degraded]{sys/rack-unit-1/board/storage-SAS-SLOT-2/vd-0] Storage:
2021 Feb 6 16:01:12 UTC | @ Informationsl |s,CIMC | EQUIPMENT_DEGRADED | [F1008][cleared]{quipment-degraded]sys/rack-unit-1/board/storage-SAS-SLOT-2/v-0] Storage Virtual Drive O degraded: Cleared

2021 Feb 615:53:20UTC [ # EMOr [;cIMC | PSU_REDUNDANCY_FAIL| [F0743][major][psu-redundancy-faillisys/rack-unit-1] PS_RONDNT_MODE: Power Supply redundancy is lost: Reseat o replace Power Supply.

2021-03-15 16:52:54 8105_POS T: Presence sensar, Device Inserted / Devics Fresent was asserted

2021-0315 16:49:56 | ® Normal | system Softwara svent; System Event sensor, Timestamp Clock Synch (second of pair) was asserted |

20210315 16149:30 | @ Normal | 5i05_PoST_CHALTs rosonce sensar, Bovice Remeved / Device Absent nas asseried

202100315 15144125 | ® NOrmal | systorm Software ovents System Event sensor, GEH System Boot Event was osserted \

2021-03-15 15:39:53 | ® Normal | system Software event: System Event sensor, Timestamp Clock Synch (first of pair) was asserted |

20210318 15139123 | ® Nl | 8105_POST_CHPLTr Presece seraar, Dsvice Removed / Devic Abset wes assercd

2023-02-25 155221 | @ Mermal | g1os_pasi T: Presence sensar, Device Inserted / Device Present was asserted

2021-02-25 15:51:04 | ® Normal | systam Softwara svent; System Event sensor, Timestamp Clock Synch (second of pair) was assarted

0210225 1siasiaz | @ Normal | sios_ros o A B e e e

T Mo R e e e P aar s e ear o e P eaaeed \

B Bl N e
d ¥

[ Il Il

P2_DiMM_Ei_LED Platform aensor, OFF event was assarted |
20aic0n00 sisvse | < nformananal | _oimn_CAte0: it serar OfF svenwnomere ]
20210206 15i5as | < formarionsl | oa_xim_a1_t £0n platform sensar, OFF svent wes asssreed |
w P2_DIMM_E2_LED! Platform sensor, OFF event was asserted ‘
3021.02.00 53346 | < Informatonal | o 1c0: porm semor, O ventvasmenes ]
2021:02-00 15:52:50 MAIN_FOWER_PRS: Prasance sansor, Dvice Ramovad / Davice Abssrt was asssrtad I
2021:02-00 15,9233 | ® Normal | psu2 pSUZ_PWRGD: Power Supply sensor for PSUZ, State Asserted I
e B o e
acancon ssisaes | ifomatenal [v2 oo ea_teos o soor, oM svenwme mened ]
2031-03-08 15:5248 | - Infarmational | Py DiM_82 LED: Platferm senar, GH evens was sscsried |
2021-02-06 15:52:49 | - Infarmatienal [ pi_DIMM_AZ_LED: Platform sensar, ON avent wi
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ADMIN — USER MANAGEMENT




C L O

F )

B ©® oo

overall Server status
[edcood

User Management

server | Admin | storage

Local users | LDAP | sessions |

User Management
Network.

Communications Services
Certificate Managsment
Event Management
Firmware Managsment

Utilities

LDAP Setting
Enable LDAP: [

Base DN

Domain:

Enable Encryption: [

Enable Binding CA Certificate: (1]
Timeout:

User Search Pracedance:

LDAP User Database

Local User Database

60 (0-180) seconds

Certificate

Certific

e Download LDAP CA Certificate from Remote Server
im Download LDAP CA Gertificate from Local Browser
i Paste LDAP CA Certificate

& Delete LDAP CA Certificate

45k Test LDAP Binding

£0 Export LDAP CA Certificate

Download Status:

Export Status:

Binding
Configure LDAP
® Fre-Configure LDAP Servers method: [ Login Credentiss__[3]
eyt Binding DN:
Server Port
Password:
| [a8s
Search
2 | [s89
Filter Attribute: | sAMAccountName i
3 | [s89
Group Attribute: memberOf i
a [3268
Attribute: CiscoAvPair
s | [3268
Group i
s | [3268
LDAP Group Authorization: [ Nested Group Search Depth: |128 (1-128)
] w . " w W
]
(@ Use DNS to Configure LDAP Servers | Index | Group Name Il Group Domain ‘| Role | Delete |
DNS Parameter 1 admin Delete  |=
Source: | Extracted \;] 2 | | user Delete
3 read-onl Delete
Domain To Search:
4 | | N/A
Forest to search: 5 N/A
Overall Server Status. (G L OBE © (i)
[Dooed
User Management
Server | Admin I Storage Local Users | LDAP I Sessions I
User Management Current
Networl Session ID || Username 1P Address Type. Action ||
Communications Services 1 wirein 192.168.0.111 | webgui NA
Certificate Management
Event Management
Firmware Management
Utilities
NETWORK:
c LB © (i)
Network
Network Settings | Network Security | NTP Settings |
User Management NIC Properti Port Profil. |
(el NIC Mode: | Dedicated B Fort Frofile:
Communications Services
NIC Redundancy: | None B
Certificate Management Port D
MAC Address:  7C:AD:74:6F:8F:36
(=02 RIS Auto Negotiation: [
Firmware Management . ’
- Common P Admin Mode Operation Mode
Hostname: |ESX-m3 Network Port Speed: | Auto [z] 1Gbps
Dynamic DNS: & Duplex: | Auto [z] Full
Dynamic DNS Update Domain: |
1PV Prop

Enable IPv4: [

Use DHCP: [

IP Address:

Subnet Mask:

Gateway

Obtain DNS Server Addresses From DHCP: ]
Preferred DNS Server:

Alternate DNS Server:

192.168.0.74
255,255.255.0
192.168.0.1

192.168.0.2
0.0.0.0

Enable VLAN: [

Enable 1Pv6: [

Use DHCP: [

1P Address:
Prefix Length: 54

Gateway: i

Obtain DNS Server Addresses From DHCP: [
Preferrad DNS Server:  ;;

Alternate DNS Server:

Link Local Address:

Stateless Address Auto Configuration:

| soad

VLAN ID: 1 |:
priaritv: |0 ©]
‘Overall Server Status c X s @ \:3 u

Network

server | Admin | storage [ tetwork Settings | Wetwork Security |_NTP Settings )

User Management
Network
Communications Services
Certificate Management
Event Management
Firmware Management

utilities

1P Blocking Prop

Enable IP Blocking: [o]
1P Blocking Fail Count: |5
IP Blocking Fail Window: 60

IP Blocking Penalty Time: 500

seconds

seconds

IP Filtering

Enable IP Filtering:

1P Filter

1P Filter 2:

1P Filter

1P Filter 4:

=
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CERTIFICATE MANAGEMENT:




EVENT MANAGEMENT:

;
ul |
I:l |
-l A
T

[ —

Memory Critical Assert Fiter || &l |

FIRMWARE MANAGEMENT:

UTILITIES:

These are various configuration screen shot you can complete for Cisco UCS C220 M3S server.

Thanks

Ram Lan
15t Mar 2021




