
VMWare Horizon View 8 2006 – Part 2 
In this post, we will carryout the following installs and configurations. 

1. Horizon Client link  

2. Console Timeout 

3. vCenter Role and Permission for VMWare Horizon Users  

4. Disallow Non-Empty Pool Deletion 

5. Help Desk Tool Timing Profiler 

6. Installing Horizon Client 

7. Virtual Machine Creation, SQL 2019, CU4 & SSMS Installation 

8. Database Connection & EventLog Configuration 

9. Install VMWare Horizon View Composer  

10. Create Service Account & Add vCenter Server + Composer 

11. Branding – Check https://www.definetomorrow.co.uk/blog/2019/1/15/horizon-view-7x-

branding-the-logon-pge 

HORIZON CLIENT LINK: 

When you point your browser to the Horizon Connection Server (without /admin in the path), the Install 

VMware Horizon Client link redirects to the VMware.com site for downloading Horizon Clients. You can 

change it so it can be downloaded directly from Horizon Connection Server. 

 

https://www.definetomorrow.co.uk/blog/2019/1/15/horizon-view-7x-branding-the-logon-pge
https://www.definetomorrow.co.uk/blog/2019/1/15/horizon-view-7x-branding-the-logon-pge


On the connection server (conn1), go to this path and create a folder called Downloads 

 

If you haven’t downloaded the client yet – you can get it from here – Copy the exe to download folder.  

Please note there is ONE version only (both for x86 and x64) 

https://my.vmware.com/web/vmware/downloads/details?downloadGroup=CART21FQ1_WIN_543&pro

ductId=863&rPId=47870 

 

Go to this location and open the file in Notepad as Administrator 

 

 

https://my.vmware.com/web/vmware/downloads/details?downloadGroup=CART21FQ1_WIN_543&productId=863&rPId=47870
https://my.vmware.com/web/vmware/downloads/details?downloadGroup=CART21FQ1_WIN_543&productId=863&rPId=47870


Now copy Horizon Client file name and replace.  Check Before and After screen shot. 

 

In Notepad modify link.win32 and link.win64 by specifying the relative path to the Horizon Client 

executable under /downloads. Don’t forget to save the file. 

 

Restart the VMware Horizon View Web Component service or restart the entire Connection Server 

 

 

BEFORE 

AFTER 



Open browser and type the link but replace it with your connection server. 

 

 

Now you can see it will download from conn1.ramlan.ca server instead of going to VMWare site.  Not a 

big deal but convenience. 

 



CONSOLE TIMEOUT: 

The HTML5 Horizon Console (https://MyConnectionServer/newadmin) has a default timeout of 10 

minutes. Changing the Horizon Administrator timeout will not affect the Horizon Console timeout. You 

can use adsiedit.msc to increase the Horizon Console timeout or use Global Settings as well.  I will show 

both. 

Open ADSIEdit and change the connection point 

 

 

 



Click Edit – Change to required minutes.  I entered 1000 minutes 

  

You can do the same after login to Connection Server – Click Global Settings  

 

ROLE / PERMISSION FOR HORIZON USERS: 

Now we will create a role and assign proper permission for Horizon Users. 

From vSphere Client, go to Menu > Administration > Access Control > Roles area, select the Read-only 

role and click on the Clone role action icon. 

 

 



 

These are the permission, I assign to above group. 

 



Now go to Global Permissions – Add User or Group and assign Horizon role we created before. 

 

Now this user or group will have access to vCenter with the permission we granted before. 

DISALLOW NON-EMPTY POOL DELETION: 

Configure View to Disallow the Deletion of a Desktop Pool That Contains Desktop Machines at VMware 

Docs. 

On the Horizon Connection Server, run ADSI Edit. 
Right-click ADSI Edit and click Connect to… 
Change the first selection to Select or type a Distinguished Name and enter dc=vdi,dc=vmware,dc=int. 
Change the second selection to Select or type a domain or server and enter localhost. Click OK. 
Navigate to Properties > Global. On the right, double-click CN=Common. 

 



 

Click Add – OK 

HELP DESK TOOL TIMING PROFILER: 

https://docs.vmware.com/en/VMware-Horizon-7/7.9/horizon-administration/GUID-256CFA52-E742-

4A3F-8F3E-6DE9CEDE5272.html 

 

Run this command on both connection server (standard and replica) 

 

INSTALLING HORIZON CLIENT: 

We will install Horizon Client on workstation for regular use.  This can be automated through SCCM as 

well.  If you have few clients it is worth manual install. 

Click the Exe and follow required input  

https://docs.vmware.com/en/VMware-Horizon-7/7.9/horizon-administration/GUID-256CFA52-E742-4A3F-8F3E-6DE9CEDE5272.html
https://docs.vmware.com/en/VMware-Horizon-7/7.9/horizon-administration/GUID-256CFA52-E742-4A3F-8F3E-6DE9CEDE5272.html


 

 



 

 

 

 

 

 



VMWARE COMPOSER VIRTUAL MACHINE: 

We will create a virtual machine running Windows Server 2019 – install all the updates – install SQL 2019 

and have it ready for Composer install.  The server will have 8GB memory and 250GB Hard Disk.  We will 

use this server for Creating Database for Composer and EventLog as well.  Will be using ODBC connection 

for Composer Database and EventLog Database. 

Here, I am cloning a virtual machine for Composer. 

 

 



 

 



 

 

 

 



Power on the VM. 

 

 



 

 

 



Once the updates are installed, I will perform SQL 2019 installation and SSMS. 

 

Composer System Requirements 

 

 

 



 

 



 

 



 

 



 

 



 

 



 

Now will install KB4548597 CU4. 

 

 



 

 



 

 



Now we will install SSMS 

 

 

 



DATABASE & EVENTLOG CONFIGURATION: 

Now we will create SA account which will be local and then complete EventLog Configuration. 

Create a local user 

In View Composer only SQL local accounts are supported thus domain accounts can't be used. 

Expand Security item and right click Logins. Select New login to create a new local user. 

 

 

 



Create the database 

Right click Databases and select New Database. 

 

 

 



Right click the SQL Server name and select Properties. 

 

 

Restart the server. 

Create SQL DB ODBC Connection 

Access the Windows Server where the View Composer will be installed, open the Administrative Tools 

folder and double click ODBC Data Sources (64-bit) item. 

 



 

 

 

 



 

 

  



 

The new System DSN has been created. Click OK. 

 

Install View Composer 

 

 

To fix above error - Shutdown the composer server VM and select Firmware as EFI and secure boot to 

disable as shown below.  

 



Now power on the VM and continue with the install. 

 

 

 



 

 

 



 

 

Create the Event Database 

From Microsoft SQL Server Management Studio, right click Databases and select New Database. 

 



 

Create New User (Local) 

 

Access the User Mapping field, map the database and assign the db_owner role to the new user. 

 



In Status field make sure the user is enabled to login. Click OK. 

 

The new user has been created successfully. 

 

In Server Properties under Security, double check that SQL Server and Windows Authentication mode is 

enable. Click OK. 

 



Configure TCP Port 

To configure the Event Database, you need to know the port to connect to. Start the SQL Server 

Configuration Manager and under SQL Server Network Configuration select Protocols for MSSQLSERVER. 

Right click in the right pane the TCP/IP protocol and select Properties. 

 

 



Select SQL Server Services in the left side then right click SQL Server. Select Restart to restart the service. 

 

Configure Event Database in Horizon 

From the Horizon console, access the Event Configuration field and click Edit in the Event Database area. 

 

 



 

 

 

 

 



Create a shared folder on Connection Server (conn1.ramlan.ca) so we can save the logs. 

 

Service Account 

1. Create an account in Active Directory that Horizon View will use to login to vCenter. This account 

can also be used by Composer and Instant Clones to create computer accounts in Active Directory. 

2. Make sure the password does not expire. 

3. Domain User is sufficient. Permissions will be delegated where needed. 

 



 

 

Assign role to service account: 

Create an account in Active Directory that Horizon View will use to login to vCenter. 

In vSphere Web Client, in Hosts and Clusters view, browse to the vCenter object. Permissions must be 

assigned at the vCenter level. It won’t work at any lower level. 

 



 

Active Directory Delegation for Instant Clones and Composer 

Horizon Composer and Instant Clones create computer objects in Active Directory. Horizon is configured 

with an Active Directory service account that must be granted permission to create computer objects. 

 



 

 

 

 

 



 

 

 



If you are viewing Advanced Features in Active Directory Users & Computers, if you view the properties 

of the OU, on the Security tab, click Advanced, find your service account, you should see permissions 

similar to the following. 

 

Adding vCenter Server 

 

 



 

 

 



 

 

 



 

 

 



 

 

 

With this we have completed Composer Install and added vCenter.  In Part 3, I will cover instant clone and 

linked clone setup. 

Thanks 

Ram Lan 
29th Aug 2020 


