
How to upgrade Current Branch 2002 to Current Branch 2006 

Microsoft released Current Branch 2006 today for fast ring.  This update is not available on slow ring.  If 

you want to go ahead and use fast ring to upgrade your production CB2002 – here is script link. 

 

https://go.microsoft.com/fwlink/?linkid=2099733 

https://techcommunity.microsoft.com/t5/configuration-manager-blog/update-2006-for-microsoft-

endpoint-configuration-manager-current/ba-p/1569562 

https://docs.microsoft.com/en-us/mem/configmgr/core/plan-design/changes/whats-new-in-version-

2006 

My lab is running CB2002. Here is the screen shot. 

 

https://go.microsoft.com/fwlink/?linkid=2099733
https://techcommunity.microsoft.com/t5/configuration-manager-blog/update-2006-for-microsoft-endpoint-configuration-manager-current/ba-p/1569562
https://techcommunity.microsoft.com/t5/configuration-manager-blog/update-2006-for-microsoft-endpoint-configuration-manager-current/ba-p/1569562
https://docs.microsoft.com/en-us/mem/configmgr/core/plan-design/changes/whats-new-in-version-2006
https://docs.microsoft.com/en-us/mem/configmgr/core/plan-design/changes/whats-new-in-version-2006


I have extracted fast ring script – copied to the server and will run as Admin within PowerShell. 

 

 

     

 

 



 

 



 

 



 

 



 

 

 

 

 

 



 

 

This concludes the upgrade process.   

NEW FEATURES: 

We will explore all the new features included in this CB2006. 

1. VPN Boundary Type - To simplify managing remote clients, you can now create a new boundary 

type for VPNs. Previously, you had to create boundaries for VPN clients based on the IP address 

or subnet. Now when a client sends a location request, it includes additional information about 

its network configuration. Based on this information, the server determines whether the client is 

on a VPN. 

 



2. Management insights for remote workers - This release adds a new group of management 

insights, Optimize for remote workers. These insights help you create better experiences for 

remote workers and reduce load on your infrastructure. The insights in this release primarily 

focus on VPN: 

Define VPN boundary groups 

Configure VPN connected clients to prefer cloud-based content sources 

Disable peer to peer content sharing for VPN connected clients

 
3. Improved support for Windows 10 VD -  The Windows 10 Enterprise multi-session platform is 

available in the list of supported OS versions on objects with requirement rules or applicability 

lists. 

4. Intranet clients can use a CMG software update point - Intranet clients can now access a CMG 

software update point when it's assigned to a boundary group. 

5. Install applications from Admin Center - You can initiate an application install in real time for a 

tenant attached device from the Microsoft Endpoint Manager admin center. Starting with 

Configuration Manager version 2006, the list of applications available for the device also 

includes applications deployed to the device's currently logged on user. 



6. Import previously created Azure AD application during tenant attach onboarding - During a 

new onboarding, an administrator can specify a previously created application during 

onboarding to tenant attach. 

7. Endpoint analytics data collection enabled by default -  

 



8. Cloud Attached Management - 

 
9. Desktop Analytics – Make sure to complete this on Config Manager - 

 



10. Real-time Management - The following improvements have been made in CMPivot: 

 
11. Install and upgrade the client on a metered connection - Starting in this release, you can install 

and upgrade the client when you set the client setting Client communication on metered 

internet connections to Allow or Limit. With this setting, you can allow the client to stay current, 

but still manage the client communication on a metered network. 

 

 



12. Improvements to managing device restarts - This setting gives you more control in unique 

situations. By default, the client setting Configuration Manager can force a device to restart is 

enabled, so Configuration Manager can still force devices to restart. This setting only applies to 

application, software update, and package deployments that require a restart. 

 
13. Improvements to available apps via CMG - 

 
14. Microsoft 365 Apps for enterprise - Office 365 ProPlus was renamed to Microsoft 365 Apps for 

enterprise on April 21, 2020.  

 



15. Task sequence media support for cloud-based content - Task sequence media can now 

download cloud-based content. For example, you send a USB key to a user at a remote office to 

reimage their device. Or an office that has a local PXE server, but you want devices to prioritize 

cloud services as much as possible. Instead of further taxing the WAN to download large OS 

deployment content, boot media and PXE deployments can now get content from cloud-based 

sources. 

16. Improvements to task sequences via CMG - This release includes the following improvements 

to deploy task sequences to devices that communicate via a cloud management gateway (CMG): 

 
17. Improvements to BitLocker task sequence steps - You can now specify the disk encryption 

mode on the Enable BitLocker and Pre-provision BitLocker task sequence steps. By default, the 

steps continue to use the default encryption method for the OS version. 

 



18. Management insight rules for OS deployment - When the size of the task sequence policy 

exceeds 32 MB, the client fails to process the large policy. The client then fails to run the task 

sequence deployment. To help you manage the policy size of task sequences, this release 

includes the following management insights: 

 
19. Improvements to OS deployment - 

 



20. CMG support for endpoint protection policies - While the cloud management gateway (CMG) 

has supported endpoint protection policies, devices required access to on-premises domain 

controllers. Starting in this release, clients that communicate via a CMG can immediately apply 

endpoint protection policies without an active connection to Active Directory. 

21. BitLocker management support for hierarchies - You can now install the BitLocker self-service 

portal and the administration and monitoring website at the central administration site. 

22. Community hub and GitHub - The IT admin community has developed a wealth of knowledge 

over the years. Rather than reinventing items like scripts and reports from scratch, we've built a 

Configuration Manager Community hub where you can share with each other. By leveraging the 

work of others, you can save hours of work. The Community hub fosters creativity by building on 

others' work and having other people build on yours. GitHub already has industry-wide 

processes and tools built for sharing. Now, the Community hub will leverage those tools directly 

in the Configuration Manager console as foundational pieces for driving this new community. 

For the initial release, the content made available in the Community hub will be uploaded only 

by Microsoft. 

 
23. Notifications from Microsoft - You can now choose to receive notifications from Microsoft in 

the Configuration Manager console. These notifications help you stay informed about new or 

updated features, changes to Configuration Manager and attached services, and issues that 

require action to remediate. 

 



24. Deprecated operating systems - 

 
25. Other updates - 

 
26. Next steps - 

 

Now we have covered all the new features in Current Branch 2006. 

Thanks 

Ram Lan 
12th Aug 2020 
 

 



 

 


