
How to upgrade Current Branch 1910 to Current Branch 2002 

Microsoft released Current Branch 2002 today for fast ring.  This update is not available on slow ring.  If 

you want to get ahead and use fast ring to upgrade your production CB1910 ς here is script link 

https://download.microsoft.com/download/7/c/4/7c48f2c7-f433-414b-a901-

753a61c7956d/EnableEarlyUpdateRing2002.exe 

https://docs.microsoft.com/en-us/configmgr/core/plan-design/changes/whats-new-in-version-2002 

https://techcommunity.microsoft.com/t5/configuration-manager-blog/update-2002-for-microsoft-

endpoint-configuration-manager-current/ba-p/1272670 

My lab is running CB1910. Here is the screen shot. 

 

I have extracted fast ring script ς copied to the server and will run as Admin within PowerShell. 
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Now it is time to upgrade all the client from site hierarchy. 

 

 

This concludes the upgrade process (From CB1910 to CB2002).  I will explore new features in CB2002. 



 

NEW FEATURES ς CB 2002: 

Task Sequence as an app ς This is a new Pre release feature within CB2002. 

 

 

Microsoft Endpoint Manager Tenant ς With this you can manage On Premise and Cloud in one console.  

Requires these pre req  

 

https://docs.microsoft.com/en-us/configmgr/tenant-attach/device-sync-actions 

https://robertsmit.wordpress.com/2020/04/02/installing-tenant-attach-with-microsoft-endpoint-

configuration-manager-update-2002-memcm-memac-

configmgr/?utm_content=buffer4d795&utm_medium=social&utm_source=twitter.com&utm_campaign

=buffer 

https://docs.microsoft.com/en-us/configmgr/tenant-attach/device-sync-actions
https://robertsmit.wordpress.com/2020/04/02/installing-tenant-attach-with-microsoft-endpoint-configuration-manager-update-2002-memcm-memac-configmgr/?utm_content=buffer4d795&utm_medium=social&utm_source=twitter.com&utm_campaign=buffer
https://robertsmit.wordpress.com/2020/04/02/installing-tenant-attach-with-microsoft-endpoint-configuration-manager-update-2002-memcm-memac-configmgr/?utm_content=buffer4d795&utm_medium=social&utm_source=twitter.com&utm_campaign=buffer
https://robertsmit.wordpress.com/2020/04/02/installing-tenant-attach-with-microsoft-endpoint-configuration-manager-update-2002-memcm-memac-configmgr/?utm_content=buffer4d795&utm_medium=social&utm_source=twitter.com&utm_campaign=buffer
https://robertsmit.wordpress.com/2020/04/02/installing-tenant-attach-with-microsoft-endpoint-configuration-manager-update-2002-memcm-memac-configmgr/?utm_content=buffer4d795&utm_medium=social&utm_source=twitter.com&utm_campaign=buffer


Remove CAS - If your hierarchy consists of a central administration site (CAS) and a single child primary 

site, you can now remove the CAS. This action simplifies your Configuration Manager infrastructure to a 

single, standalone primary site. It removes the complexities of site-to-site replication, and focuses your 

management tasks to the single primary site. 

New Management Insight Rules ς These are some of the new rules 

1. Active Directory Security Group Discovery is configured to run too frequently 
2. Active Directory System Discovery is configured to run too frequently 
3. Active Directory User Discovery is configured to run too frequently 
4. Collections limited to All Systems or All Users 
5. Heartbeat Discovery is disabled 
6. Long running collection queries enabled for incremental updates 
7. Reduce the number of applications and packages on distribution points 
8. Secondary site installation issues 
9. Update all sites to the same version 
Two additional rules in the Cloud Services group to help you configure your site for adding secure 
HTTPS communication: 
10. Sites that don't have proper HTTPS configuration 
11. Devices not uploaded to Azure AD 

 

 

 
 



Proxy support for Azure Active Directory discovery and group sync - The site system's proxy settings, 
including authentication 

1. Azure Active Directory (Azure AD) user discovery 
2. Azure AD user group discovery 
3. Synchronizing collection membership results to Azure Active Directory groups 

 

 
 
Cloud Attached Management  
 
Critical status message shows server connection errors to required endpoints - If the Configuration 
Manager site server fails to connect to required endpoints for a cloud service, it raises a critical status 
message ID 11488. When the site server can't connect to the service, the SMS_SERVICE_CONNECTOR 
component status changes to critical. 
 
Token-based authentication for cloud management gateway - The cloud management gateway (CMG) 
supports many types of clients, but even with Enhanced HTTP, these clients require a client 
authentication certificate. This certificate requirement can be challenging to provision on internet-based 
clients that don't often connect to the internal network, aren't able to join Azure Active Directory (Azure 
AD), and don't have a method to install a PKI-issued certificate. Starting in version 2002, Configuration 
Manager extends its device support with the following methods: 

¶ Register on the internal network for a unique token 

¶ Create a bulk registration token for internet-ōŀǎŜŘ ŘŜǾƛŎŜǎ ŦƻǊ ŎƭƛŜƴǘǎ ǘƘŀǘ ȅƻǳ ŎŀƴΩǘ ƛƴǎǘŀƭƭ ŀƴŘ 
register on the internal network. This allows the client to generate a unique token, which paired 
with its self-signed certificate, lets it authenticate with the CMG. 

 
Connection Health Dashboard ς Desktop Analytics  

1. Endpoint connectivity checks: If clients can't reach a required endpoint, you see a configuration 

alert in the dashboard. Drill down to see the endpoints to which clients can't connect because of 

proxy configuration issues. 

2. Connectivity status: If your clients use a proxy server to access the Desktop Analytics cloud 

service, Configuration Manager now displays proxy authentication issues from clients. Drill 

down to see clients that are unable to enroll because of proxy authentication. 



 

Improvements CMPivot 

We've made it easier to navigate CMPivot entities. You can now search CMPivot entities. New icons 

have also been added to easily differentiate the entities and the entity object types. 

 

 



Exclude certain subnets for peer content download 

Boundary groups include the following option for peer downloads: During peer downloads, only use 

peers within the same subnet. If you enable this option, the content location list from the management 

point only includes peer sources that are in the same subnet and boundary group as the client. 

Depending on the configuration of your network, you can now exclude certain subnets for matching. For 

example, you want to include a boundary but exclude a specific VPN subnet. 

 

Client Log Collection - You can now trigger a client device to upload its client logs to the site server by 

sending a client notification action from the Configuration Manager console. 

 

Proxy support for Connected Cache -If your environment uses an unauthenticated proxy server for 

internet access, now when you enable a Configuration Manager distribution point for Microsoft 

Connected Cache, it can communicate through the proxy 

 



Configure the clients to use Wake on LAN -From the central administration site (CAS), in the Devices or 

Device Collections node, you can now use the client notification action to Wake Up devices. This action 

was previously only available from a primary site. 

 

 

Track configuration item remediations - You can now Track remediation history when supported on 

your configuration item compliance rules. When this option is enabled, any remediation that occurs on 

the client for the configuration item generates a state message. The history is stored in the 

Configuration Manager database. 

 


