Enable Software Metering to Monitor MS Edge usage

In this post, | will show you the steps involved to enable software metering to monitor MS Edge usage
by users/clients within the organization. You can use the same steps for any application. This might be

useful to decide whether to continue/discontinue Chrome at a future date.
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ﬂ Create Software Metering Rule Wizard

Specify general details for the software metering rule

Use software metering rules to monitor and collect software usage data from Corfiguration Manager clients.

|L:'7T MName: |MS Edae

Specify the file name {the name of the executable file) and the original file name from the file header to identify the software that

you want to monitor. VWhen the original file name is specified, the file name is optional.

ﬂ Create Software Metering Rule Wizard
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File name: |msedge.exe | Browse...
Original file name: |I'U'Iicrosoﬂ Edgel
Wersion: |‘
Language: English {Canada) -
Description:
Apply this software metering rule to the following clients:
(® Clients assigned to the following site:

Site: TOR w

< Previous Cancel
Confirm the settings

Details:

MName: M5 Edge

File name: msedge exs

Onginal file name: Microsoft Edge

“ersion: *

Language: English (Canada)

Description: This will monitor Edge browser usage by clients

Apply this rule to all client of the site: TOR
To change these settings, click Previous. To apply the settings, click Mext.

< Previous Mext = Summary Cancel




’@ Create Software Metering Rule Wizard

g:! Completion

General
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Hmmary o,l The Create Software Metering Rule Wizard completed successfully
Progress :
et

Name: MS Edge

File name: msedge exe
Onginal file name: Microsoft Edge

ersion: *

Language: English (Canada)

Description: This will monitor Edge browser usage by clients
Apply this rule to all client of the site: TOR

To exit the wizard. click Close.

< Previous Mesxt =
You can wait for the policy to refresh or do it manually.
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Select an action to run a client cycle independently fram schedules that are
configured in the Corfiguration Manager console.

Actions:
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Now move to Monitoring section - Monitoring > Reporting > Reports > Software Metering
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[ Power Management 5] Computers that have a metered program installed but have not run the program since a specified date

Category
Software Metering
Software Metering

= Replication Traffic | ) Computers that have run a specific metered software program

Software Metering

We have to fill these 3 fields

= Computers that h{ve run a specific metered software program

‘1 To view the report, pPyvide values for the parameters below, then click View Report.
Report Category
Software Metering
Report Name
Computers that have run a spegific metered software program

Report Description

software metering rule within the fied manth and year |

Rule Mame: | o Yalues...

Manth (1-12): | 0 Walues...

Year: | O Yalues...
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| was able to fill first field (Rule Name). When, | tried to fill in for Month and Year — it was blank and |
was not able to select anything. You have to do the following.

} To view the report. provide values for the parameters below. then click View Report.
Report Category
Software Metering
Report Name
Computers that have run a specific metered software program

Report Description
The content in this report is filtered based on RBAC integrated Security. Displays a list of computers that bffve run programs matching the selected ~
e e e g e e ~
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Rule Name: Ws Edage / Values...
Month (1-12) [ /llo Values. ..
Year: [ / | @ Values...
=Hack Parameter Value =< 2
of Select a value to use for this parameter when running the repog/
]Fme; / |
Month (1-12) [
There are no items to show in this view.
Open this log on the client machine. You have to see this type of entry when you run Software
Metering Usage Report Cycle.
] Configuration Manager Trace Log Tool - [C\Wlnduws\CCM\LUQS\SWMTRREpurtGEn|Ug]¢= - O x
File Tools Window Help - 8 X
EES méal nE
Log Text Component Date/Time Thread

Generating report for usage data SWMTRReportGen 10-Feb-2020 14500 (3844 2
About to generate repert header SWMTRRepeortGen 10-Feb-2020 1:34 14300 (3844
Successfully generated report header SWMTRReportGen 10-Feb-2020 1:3410 P 14500 (3844
About to generate report body SWMTRReportGen 10-Feb-2020 1:3410 P 14500 (3844
Successfully generated report body SWMTRReportGen 10-Feb-2020 1:3410 P 14500 (3844
About to generate report header SWMTRReportGen 10-Feb-2020 1:34:11 P 14500 (3844
Successfully generated report header SWMTRRepeortGen 10-Feb-2020 1:3411 P 14300 (3844
MRU Refresh is 15 minutes. SWMTRReportGen 10-Feb-2020 1:3411 P 14500 (3844
MRU Age limit is 90 days. SWMTRReportGen 10-Feb-2020 1:34:11 P 14500 (3844
CSWMtrReportEndpoint- Message ID of sent message: {37682206-22E5-4022-844F-DDEDF3938B06} SWMTRReportGen 10-Feb-2020 1:3411 P 14500 (3844

Date/Time: 10Feb-2020 1:34:10PM  Component: ~ SWMTRReportGen
Thread: 14500 (Dx38A4) Source: swmtrreport.cpp: 32

Generating report for usage data

On the SCCM server check this log. If you don’t see this type of entry then you have to do the foIIowmg,

7] Configuration Manager Trace Log Tool - [C:\Program Files\Microsoft Configuration Manager\Logs\swmproc.log] <= ]

Z5 File Tools Window Help -
EEHSE =Ml nE

Log Text Component Date/Time Thread
SM5_SOFTWARE_METERINI 10-Feb-2020 1:17: 16604 (0x40DC B

Moving up te 2048 usage data files to the processing queue.

Moved 0 .MUX files from the inbox to the processing queue, SMS_SOFTWARE_METERIN! 10-Feb-2020 1:17:49 P 16604 (0x40DC
Moved 0 .MUV files from the inbox to the processing queue, SMS_SOFTWARE_METERIN! 10-Feb-2020 1:17:4% P 16604 (0xd0DC
Main thread waiting for file change notification or timeout after 60 minutes. SMS_SOFTWARE_METERIM! 10-Feb-2020 1:17:4% P 16604 (Ohed0DC
Inbox notification tiggered, pause for 10 seconds.... SMS_SOFTWARE_METERIM! 10-Feb-2020 1:3411 P 16604 (Med0DC
Moving up to 2048 usage data files to the processing queue. SMS_SOFTWARE_METERINI 10-Feb-2020 1:34:21 P 16604 (0xd0DC
Moved 1 .MUX files from the inbox to the processing queue. SMS_SOFTWARE_METERINI 10-Feb-2020 1:34:21 P 16604 (0xd0DC
Moved 0 MUV files from the inbox to the processing queue. SMS_SOFTWARE_METERINI 10-Feb-2020 1:34:21 P 16604 ((x40DC
Started the Mo, 1 usage processing thread, thread 1D = 6074 SMS_SOFTWARE_METERIN! 10-Feb-2020 1:3421 P 16604 (0nd0DC
MNew usage processing thread started, current usage processing thread count: 1 SMS_SOFTWARE_METERIN! 10-Feb-2020 1:34:21 P 24692 (0x6074
Main thread waiting for file change notification or timeout after 60 minutes, SMS_SOFTWARE_METERIN! 10-Feb-2020 1:34:21 P 16604 ((x40DC
Processed 1 XML files and 0 VAR files, SMS_SOFTWARE_METERIN! 10-Feb-2020 1:3451 P 24692 (0xB074;
Disposition: 1 ek, 0 retry, 0 corrupt. SMS_SOFTWARE_METERIN! 10-Feb-2020 1:34:51 P 24692 (0x6074;
74 records added to database, SMS_SOFTWARE_METERIN! 10-Feb-2020 1:34:51 P 24692 (0x6074;
Usage processing thread terminating, current usage processing count: 0 SMS_SOFTWARE_METERIN! 10-Feb-2020 1:34:51 P 24602 (0x6074;
v

Date/Time: 10-Feb-2020 1:17:49PM  Component: ~ SMS_SOFTWARE_METERING_PROCES!
Thread: 16604 (0x40DC) Source:

Maoving up to 2048 usage data files to the processing queue,

Open Command Prompt as Admin and run this command
EX Administrator: Command Prompt

off,

up to @ hnur old.




Wait for some time and then try to run the report

| & _/ Edit 7% Delete D
5| Create Subscription
Run | Runin : Properties
Browser L Refresh

Report Group Properties

[l % » Monitoring » Owerview » Reporting » Reports »  Software Metering

< Software Metering 13 items

ite - Discovery and Inventory Informat Search

ite - General lcon Mame -

ite - Server Information (msd] All software metering rules applied to this site

ioftware - Companies and Products (msd ] Computers that have a metered program installed but have not run the

e B (i Computers that have run a specific metered software program ===
Parameter Value ><

Select a value to use for this parameter when running the report.

Fitter

Rule Mame

Microsoft® Windows® Operating System - wvmwp .exe - 1000, (1033)

Microsoft® Windows®™ Operating System - WerFault exe - 10.0. {1033)

Microsoft® Windows® Operating System - wermgr.exe - 6.3, (1033)

Microsoft® Windows®™ Operating System - Windows Intemal Composable Shell Experiences. Text Inpud
Microsoft® Windows® Operating System - WSHost .exe - 6.3, {1033)

Microsoft® Windows® Operating System - wuauch exe - 7.6. (65535)

Microsoft 4= AzureA® AD Connect - miserver. exe - 1.2 (1033)

MS Edge

Rapport - RapportinjService_x64 exe - 3.5, (1033)

Rapport - Rapport Service exe - 3.5 {1033)

Remote Desktop Connection Manager - RDCMan exe - 2.7. (E5535)

Skype for Business Server 20159 - AdminUlHost .exe - 7.0. (6E5535)

System Center Corfiguration Manager - Microsoft CornfiguratiomnManagement .exe - 5. 1810, (E5535)
Systemn Certer Configuration Manager - SCHotification.exe - 5.0, (65535)

T System Center Corfiguration Manager - Update Trusted Sites. .exe - 5.00. (E5535)

i Windows Installer - Unicode - MsiExec.exe - 5.0. {1033 s
< >
R Cancel
E Computers that have run a specific metered software program — O X

-} To view the report, provide values for the parameters below, then click View Report.
Report Categony
Software Metering
Report Mame
Computers that have un a specific metered software program
Report Description
Th: cantert in this report is fitered based on F{EAC iJrltegrated Security. Displays a list of computers that have run programs matching the selected 3
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Rule Name: ||'u'|5 Edge | Values... View Report
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Year: |2|]2|] | Values...
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[Z] Computers that have run a specific metered software program - O *

1 To view the report, provide values for the parameters below. then click View Report.
Report Category
Software Metering
Report Mame
Computers that have un a specific metered software program
Report Description
Thue content in this report is filtl_ered based on RBAC integrated Security. Displays a list of computers that have run programs matching the selected 3
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Rule Name: |MS Edge | Values... View Report

Manth {1-12): |2 | Values...

Year: |2|}2D | Values...

< Back 1
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Computers that have run a specific metered software program

Description

NetBIOS Name +  Installed Site Code +  Last Usage +  Total Usages +  Average Usages per Day E

You should see above report. In my case there is not much data because, | just enabled the rule and ran
the report. After few days, if you run the report again you should see a nice graph of clients that are
using MS Edge and other details.

This concludes how to enable and use Software Metering.
Thanks

Ram Lan
10* Feb 2020




