
Compliance Settings for ESU Windows 7 
Last month, I wrote a short blog on how to install the pre req on Windows 7 machine to prep them for 

Extended Security Updates install starting from second Tuesday of Feb 2020.  Here is link to that 

document. 

http://www.infotechram.com/index.php/2020/01/15/extended-security-updates-win-7-pre-req/ 

This post will cover deploying compliance baseline and settings, so you can be rest assured all Windows 

7 machines are in compliance with company policy. 

I was able to download the settings baseline from here.  Copied the files to the server. 

https://techcommunity.microsoft.com/t5/core-infrastructure-and-security/preparing-to-deploy-

extended-security-updates/ba-p/1139851 

 

Open Console - Asset and Compliance – Configuration Baselines – Create a folder ESU for Win 7.  Click 

Import Configuration Data 

 

http://www.infotechram.com/index.php/2020/01/15/extended-security-updates-win-7-pre-req/
https://techcommunity.microsoft.com/t5/core-infrastructure-and-security/preparing-to-deploy-extended-security-updates/ba-p/1139851
https://techcommunity.microsoft.com/t5/core-infrastructure-and-security/preparing-to-deploy-extended-security-updates/ba-p/1139851


 

 



 

 



 

 

 



 

When you look at Configuration items – we have all the things ready for use.  We just have to update 

ESU key that we obtained from VLSC center. 

 

To update ESU key – Select CustomerReady ESU – right click – properties 

 



 

Update ESU Key for Windows 7 

 



Do the same for remediation script 

 

Update ESU key for Windows 7 

 

Now we have the compliance settings ready for use and it can be deployed to Windows 7 collection for 

compliance check. 



 

 

Now we are set for ESU. 

Thanks 

Ram Lan 
4th Feb 2020 
 


