
Installing Virtual Machine Manager 2019 (VMM) 

In this post, I will show you the steps for installing Virtual Machine Manager 2019.  I will be installing it 

on a virtual machine running Server 2019 and SQL Server 2017.   

First we will take care of these pre req. 

1. ADK 1903 

2. SQL Server 2017 + Latest CU 

3. ODBC Driver 11 for SQL Server 

4. SQL Server Command Line Utilities 11  

5. Service Account (Group Managed Service) – Create this on the Domain Controller using PS 

6. Install all updates for Server 2019 

7. Restart the server 

ADK 1903: 

 

 



 

 

 



 

 

 
 



 

 
 

 



SQL 2017: 

 
 

 



 

 



 

 



 

 



 

 



 

 



 
 
SQL 2017 KB4527377: 

 

 



 

 

 



 
 
ODBC Driver & Command Line Utility: 

 

 

 



 

 

 



 

 

 

 



 
Group Managed Service Account (GMSA): 

• New-ADServiceAccount SCVMMSVC –DNSHostName SCVMMSVC.ramlan.ca –
PrincipalsAllowedToRetrieveManagedPassword VMM$ –KerberosEncryptionType RC4, AES128, 
AES256 

• get-adserviceaccount -identity scvmmsvc 
Make sure to add this account to local admin group on VMM machine where you install VMM2019. 

 
 
Install VMM 2019: 

 

 



 

 

 



 

 

 



 

 



 

 

 



 

 
 



 

 



 

 



 
 
This concludes the installation of VMM 2019 
 
Thanks 
 
Ram Lan 
26th Dec 2019 



GMSA – Group Managed Service Account:  This account is created in AD on Domain Controller using 
PowerShell.  There is no password set.  You do have the option to set how frequent the password will be 
updated.   
 

One of the newest features of GMSA is VMM Server will request the password from AD on a consistent 
basis and update SCVMMSVC with the new Service Account password, all in the background, allowing 
you and your security team peace of mind that the Service account password is reset regularly and 
unknown to any humans. 
 

One important note is when installing VMM 2019 make sure to add SCVMMSVC account to Local 
Administrator Group – if not you will get pop up message to complete before you can proceed. 
 

The account is visible under Managed Service Accounts in AD 

 
https://docs.microsoft.com/en-us/windows-server/security/group-managed-service-accounts/getting-
started-with-group-managed-service-accounts 

 
EXAMPLE: New-ADServiceAccount ITFarm1 -DNSHostName ITFarm1.contoso.com -
PrincipalsAllowedToRetrieveManagedPassword ITFarmHosts$ -KerberosEncryptionType RC4, AES128, 
AES256 -ServicePrincipalNames http/ITFarm1.contoso.com/contoso.com, 
http/ITFarm1.contoso.com/contoso, http/ITFarm1/contoso.com, http/ITFarm1/contoso 

https://docs.microsoft.com/en-us/windows-server/security/group-managed-service-accounts/getting-started-with-group-managed-service-accounts
https://docs.microsoft.com/en-us/windows-server/security/group-managed-service-accounts/getting-started-with-group-managed-service-accounts

